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Amendments to this manual are recorded below in order of most recent first.
Table 2: Revision history
	Version number
	Date
	Parts and sections
	Details

	1.0
	February 2026
	All
	Initial issue


[bookmark: _Toc214528253]Distribution list
A copy of this SMSM is retained in the reference library. If requested, the SMSM is made available to CASA for inspection. Electronic or printed copies of the SMSM are distributed as follows:
Table 3: Distribution list
	Copy No.
	Document holder
	Electronic copy
	Hard copy

	1
	Reference library {operator determine electronic or hard copy and annotate then delete this text}
	
	

	2
	Chief executive officer
	Yes
	-


The {insert CEO or safety manager} is responsible for making the SMSM available to all relevant persons including the organisation’s personnel.
Definitions and acronyms
Table 4: Definitions
	Term
	Definition

	Ambient workplace recordings
	Data recorded by cockpit voice recorder (CVR) or airborne image recorder (AIR).

	Authoritative safeguard
	In relation to safety data or safety information include, protective orders, limited disclosure, closed proceedings, in-camera review, and de-identification of data or information used in judicial or administrative proceedings.

	Competent authority
	A Court of law or administrative tribunal, aviation regulatory authority, accident investigation agency, State or Federal Police, a government department or administrative body1, the Safety Manager2. 
1 Where disclosure or use of safety information is sought in accordance with relevant laws.
2 Where disclosure or use of safety information is sought within the organisation.

	Corrective action
	An action taken to address particular safety-related shortcomings or deficiencies relating to compliance or competency standards. Corrective actions may involve suspension to perform an activity until compliance or competency with standards can be demonstrated.

	Error
	An action or inaction by an individual that leads to deviations from the organisation’s, or the individual’s intentions or expectations.

	Hazard
	A condition or an object with the potential to cause or contribute to an aircraft incident or accident.

	Non-operational safety critical personnel
	Personnel that do not carry out or are responsible for safety-related work with indirect, minimal or no contact with operational safety critical personnel. Note: may include contracted non-operational safety critical personnel.

	Operational safety-critical personnel
	In accordance with the definition in the CASR Dictionary. Note: may include contracted operational safety critical personnel.

	Operational flight data
	Data recorded by a flight data recorder for use in a flight data analysis program

	Organisation
	The aviation authorisation holder that utilises this safety management system manual as part of its exposition {operations manual}.

	Personnel
	All personnel within the organisation, including contracted personnel designated as operational safety critical personnel or personnel engaged in safety sensitive aviation activities.

	Preventive action
	An action taken to prevent the occurrence or recurrence of an event or hazard that poses an unacceptable risk to aviation safety. Preventive actions may involve immediate removal or suspension to perform an activity.

	Reasonably practicable
	In accordance with the definition in the Work Health and Safety Act (2011).

	Remedial action
	An action taken to address the underlying causes of particular safety-related shortcomings or deficiencies relating to compliance or competency standards. Remedial actions may involve retraining, counselling, mentoring.

	Risk control
	A preventive action or measure taken as protection against a hazard materialising to an unacceptable level of aviation safety.

	Risk mitigation
	The process of incorporating defences, preventive controls or recovery measures to lower the severity and/or likelihood of a hazard’s projected consequence. 

	Safety
	The state in which risks associated with the organisation’s aviation activities, related to, or in direct support of the operation of aircraft, are reduced and controlled to an acceptable level.

	Safety data
	A defined set of facts or values collected for reference, processing or analysis which could be used to maintain or improve safety.

	Safety information
	Safety data processed, organised or analysed in a given context to support safety management and the development of safety intelligence.

	Safety intelligence
	An outcome of the process of analysing safety data and safety information to support decision-making.

	Safety objective
	A statement of a desired safety outcome.

	Safety performance
	An aviation organisation’s measurable effect on safety achievement.

	Safety performance indicator
	A metric used to measure and monitor an aviation organisation’s safety performance, including progress towards achieving a safety objective.

	Safety performance target
	The aviation organisation’s planned or intended target for a safety performance indicator over a given period.

	Safety risk
	The predicted probability and severity of the consequences or outcomes of a hazard.


Table 5: Acronyms
	Acronym
	Description

	ATSB
	Australian Transport Safety Bureau

	CASR
	Civil Aviation Safety Regulations

	CEO
	Chief executive officer

	ERP
	Emergency response plan

	HOFO
	Head of flying operations

	HOO
	Head of operations

	OSCP
	Operational safety critical personnel

	SMS
	Safety management system

	SMSM
	Safety management system manual

	SPI
	Safety performance indicator

	SRT
	Safety review team



[bookmark: _Toc209952411][bookmark: _Toc214528255][bookmark: _Toc220586034]Safety Policy and Objectives
[bookmark: _Toc216098648][bookmark: _Toc216264188][bookmark: _Toc216098649][bookmark: _Toc216264189][bookmark: _Toc216098650][bookmark: _Toc216264190][bookmark: _Toc216098651][bookmark: _Toc216264191][bookmark: _Toc209952413][bookmark: _Toc220586035]Management commitment to safety
Safety Policy
Safety is a primary organisation function. We are committed to ensuring all our aviation activities achieve the highest level of safety performance and compliance with civil aviation legislation. 
The CEO, and management are committed to the operation and active participation in the SMS, including the development of a positive safety and just culture environment to support the identification and reporting of safety hazards. To achieve this goal, personnel are encouraged to report hazards and safety concerns directly to the {insert CEO or safety manager}.
The CEO is committed to ensuring our safety objectives, safety performance and this safety policy are reviewed in accordance with our SMS, including the continuous improvement of the SMS and appropriate allocation of resources to ensure the safe conduct of our operations.
To achieve the goals of this safety policy, we promote the following safety objectives:
Senior management are actively involved in the use and promotion of the SMS.
Hazard information is actively sought and risks managed in accordance with the SMS.
The review and continuous improvement of the SMS to ensure ongoing effectiveness.
Lessons learned from hazards or safety deficiencies is communicated with personnel.
The timely sharing of safety critical information, internally and with the broader aviation system. 


{insert signature of CEO}
{insert name of CEO}
Chief Executive Officer
[bookmark: _Toc209952415]Just culture and protection of safety data and safety information policy 
The organisation protects safety data and safety information by adopting ‘Just Culture’ principles to support personnel report with confidence that safety data and safety information will not be used for disciplinary actions, legal proceedings, disclosure to the public or any purpose other than to maintain and improve safety.
This policy applies to safety data, safety information and the identity of its related sources collected, reported or recorded for use in the safety management system, including operational flight data and ambient workplace recordings.
The CEO provides assurance that actions, errors or omissions commensurate with an individual's training and experience will not result in punitive or disciplinary actions being taken against them.
Gross negligence, wilful misconduct, reckless behaviour or criminal activity, as defined by law, are considered as unacceptable behaviour where the individual involved may be held accountable.
Where there are circumstances indicating that a safety occurrence may have resulted from deficiencies in an individual’s skills, knowledge, ability or competence, any corrective, remedial, or preventive action when taken, will not be regarded as punitive or disciplinary, but to maintain or improve safety.
The focus of safety investigations shall be on identified safety risks and opportunities for safety improvement, rather than a focus on individuals or to blame or punish. All individual's involved will be treated impartially and consistently.
Safety data, safety information and the identity of individuals who are the source of the data or information are treated with confidentiality to the fullest extent practicable and in accordance with applicable privacy laws.
Exceptions to this policy: The release of safety data or safety information is only permitted when formally requested by a competent authority and subject to authoritative safeguards, and there are circumstances that indicate:
In accordance with national laws, an occurrence caused by an act or omission is considered to be gross negligence, wilful misconduct or criminal activity, and its release is necessary for the proper administration of justice; or
That the occurrence reflected in the safety data or information is caused by an act or omission that is part of a pattern or repetitive conduct by the same person over a relevant period of time, and its release is necessary to maintain and improve safety. 
The {insert CEO or safety manager} is the designated custodian for the protection of safety data, safety information and its related sources, and is responsible for: 
determining if an exception described in clause 6 of this subsection applies.
if an exception applies, ensuring the deidentification of individuals reflected in the safety data or safety information prior to its release.
1.1 [bookmark: _Toc220329356][bookmark: _Toc220329358][bookmark: _Toc220329360][bookmark: _Toc220329361][bookmark: _Toc214180458][bookmark: _Toc214528257][bookmark: _Toc220586036]Safety management personnel - appointment and accountabilities
The accountabilities, responsibilities and duties contained in this section relate to the management and operation of the SMS are additional to those described in the exposition.
Sample text 1 - If CEO is the Safety Manager position holder retain this block of sample text and delete Sample text 2 block.
Chief executive officer—responsibilities and accountabilities within the SMS
The CEO must ensure the SMS is implemented, managed and performing effectively, including:
The safety policy and safety objectives are communicated and understood by personnel.
The SMS is adequately financed and resourced.
Safety performance indicators and targets are established and regularly reviewed.
Management of corrective, remedial and preventive actions in relation to the SMS
The maintenance and continuous improvement of the SMS.
Role conflict of interest risks preventing effective discharge of safety manager responsibilities are appropriately managed.
Sample text 2 - If HOFO, HOO or another person is the Safety Manager position holder retain this block of sample text and delete Sample text 1 block.
1. Chief executive officer—responsibilities and accountabilities within the SMS
The CEO must ensure the SMS is implemented, managed and performing effectively, including:
The safety policy and safety objectives are communicated to and understood by personnel.
The SMS is adequately financed and resourced.
Safety performance indicators and targets are established and regularly reviewed.
Role conflict of interest risks preventing effective discharge of safety manager responsibilities are appropriately managed.
[bookmark: _Toc209952421]Safety manager—responsibilities within the SMS
The safety manager must manage and operate the SMS and is responsible for:
Managing corrective, remedial and preventive actions in relation to the SMS.
Reporting to the CEO the effectiveness of the SMS.
Maintaining and continuous improvement of the SMS.
[bookmark: _Toc214543060][bookmark: _Toc214610594][bookmark: _Toc214612735][bookmark: _Toc214613568][bookmark: _Toc215469612][bookmark: _Toc214459784][bookmark: _Toc214526780][bookmark: _Toc214526926][bookmark: _Toc214528258][bookmark: _Toc214529282][bookmark: _Toc214529554][bookmark: _Toc214543061][bookmark: _Toc214610595][bookmark: _Toc214612736][bookmark: _Toc214613569][bookmark: _Toc215469613][bookmark: _Toc214459785][bookmark: _Toc214526781][bookmark: _Toc214526927][bookmark: _Toc214528259][bookmark: _Toc214529283][bookmark: _Toc214529555][bookmark: _Toc214543062][bookmark: _Toc214610596][bookmark: _Toc214612737][bookmark: _Toc214613570][bookmark: _Toc215469614][bookmark: _Toc214459786][bookmark: _Toc214526782][bookmark: _Toc214526928][bookmark: _Toc214528260][bookmark: _Toc214529284][bookmark: _Toc214529556][bookmark: _Toc214543063][bookmark: _Toc214610597][bookmark: _Toc214612738][bookmark: _Toc214613571][bookmark: _Toc215469615][bookmark: _Toc214459787][bookmark: _Toc214526783][bookmark: _Toc214526929][bookmark: _Toc214528261][bookmark: _Toc214529285][bookmark: _Toc214529557][bookmark: _Toc214543064][bookmark: _Toc214610598][bookmark: _Toc214612739][bookmark: _Toc214613572][bookmark: _Toc215469616][bookmark: _Toc214459788][bookmark: _Toc214526784][bookmark: _Toc214526930][bookmark: _Toc214528262][bookmark: _Toc214529286][bookmark: _Toc214529558][bookmark: _Toc214543065][bookmark: _Toc214610599][bookmark: _Toc214612740][bookmark: _Toc214613573][bookmark: _Toc215469617][bookmark: _Toc214459789][bookmark: _Toc214526785][bookmark: _Toc214526931][bookmark: _Toc214528263][bookmark: _Toc214529287][bookmark: _Toc214529559][bookmark: _Toc214543066][bookmark: _Toc214610600][bookmark: _Toc214612741][bookmark: _Toc214613574][bookmark: _Toc215469618][bookmark: _Toc214459790][bookmark: _Toc214526786][bookmark: _Toc214526932][bookmark: _Toc214528264][bookmark: _Toc214529288][bookmark: _Toc214529560][bookmark: _Toc214543067][bookmark: _Toc214610601][bookmark: _Toc214612742][bookmark: _Toc214613575][bookmark: _Toc215469619][bookmark: _Toc214459791][bookmark: _Toc214526787][bookmark: _Toc214526933][bookmark: _Toc214528265][bookmark: _Toc214529289][bookmark: _Toc214529561][bookmark: _Toc214543068][bookmark: _Toc214610602][bookmark: _Toc214612743][bookmark: _Toc214613576][bookmark: _Toc215469620][bookmark: _Toc214459792][bookmark: _Toc214526788][bookmark: _Toc214526934][bookmark: _Toc214528266][bookmark: _Toc214529290][bookmark: _Toc214529562][bookmark: _Toc214543069][bookmark: _Toc214610603][bookmark: _Toc214612744][bookmark: _Toc214613577][bookmark: _Toc215469621][bookmark: _Toc214459793][bookmark: _Toc214526789][bookmark: _Toc214526935][bookmark: _Toc214528267][bookmark: _Toc214529291][bookmark: _Toc214529563][bookmark: _Toc214543070][bookmark: _Toc214610604][bookmark: _Toc214612745][bookmark: _Toc214613578][bookmark: _Toc215469622][bookmark: _Toc214459794][bookmark: _Toc214526790][bookmark: _Toc214526936][bookmark: _Toc214528268][bookmark: _Toc214529292][bookmark: _Toc214529564][bookmark: _Toc214543071][bookmark: _Toc214610605][bookmark: _Toc214612746][bookmark: _Toc214613579][bookmark: _Toc215469623][bookmark: _Toc214459795][bookmark: _Toc214526791][bookmark: _Toc214526937][bookmark: _Toc214528269][bookmark: _Toc214529293][bookmark: _Toc214529565][bookmark: _Toc214543072][bookmark: _Toc214610606][bookmark: _Toc214612747][bookmark: _Toc214613580][bookmark: _Toc215469624][bookmark: _Toc214459796][bookmark: _Toc214526792][bookmark: _Toc214526938][bookmark: _Toc214528270][bookmark: _Toc214529294][bookmark: _Toc214529566][bookmark: _Toc214543073][bookmark: _Toc214610607][bookmark: _Toc214612748][bookmark: _Toc214613581][bookmark: _Toc215469625][bookmark: _Toc214459797][bookmark: _Toc214526793][bookmark: _Toc214526939][bookmark: _Toc214528271][bookmark: _Toc214529295][bookmark: _Toc214529567][bookmark: _Toc214543074][bookmark: _Toc214610608][bookmark: _Toc214612749][bookmark: _Toc214613582][bookmark: _Toc215469626][bookmark: _Toc214459839][bookmark: _Toc214526835][bookmark: _Toc214526981][bookmark: _Toc214528313][bookmark: _Toc214529337][bookmark: _Toc214529609][bookmark: _Toc214543116][bookmark: _Toc214610650][bookmark: _Toc214612791][bookmark: _Toc214613624][bookmark: _Toc215469668][bookmark: _Toc214459840][bookmark: _Toc214526836][bookmark: _Toc214526982][bookmark: _Toc214528314][bookmark: _Toc214529338][bookmark: _Toc214529610][bookmark: _Toc214543117][bookmark: _Toc214610651][bookmark: _Toc214612792][bookmark: _Toc214613625][bookmark: _Toc215469669][bookmark: _Toc214459841][bookmark: _Toc214526837][bookmark: _Toc214526983][bookmark: _Toc214528315][bookmark: _Toc214529339][bookmark: _Toc214529611][bookmark: _Toc214543118][bookmark: _Toc214610652][bookmark: _Toc214612793][bookmark: _Toc214613626][bookmark: _Toc215469670][bookmark: _Toc214459842][bookmark: _Toc214526838][bookmark: _Toc214526984][bookmark: _Toc214528316][bookmark: _Toc214529340][bookmark: _Toc214529612][bookmark: _Toc214543119][bookmark: _Toc214610653][bookmark: _Toc214612794][bookmark: _Toc214613627][bookmark: _Toc215469671][bookmark: _Toc214459843][bookmark: _Toc214526839][bookmark: _Toc214526985][bookmark: _Toc214528317][bookmark: _Toc214529341][bookmark: _Toc214529613][bookmark: _Toc214543120][bookmark: _Toc214610654][bookmark: _Toc214612795][bookmark: _Toc214613628][bookmark: _Toc215469672][bookmark: _Toc214459844][bookmark: _Toc214526840][bookmark: _Toc214526986][bookmark: _Toc214528318][bookmark: _Toc214529342][bookmark: _Toc214529614][bookmark: _Toc214543121][bookmark: _Toc214610655][bookmark: _Toc214612796][bookmark: _Toc214613629][bookmark: _Toc215469673][bookmark: _Toc214459845][bookmark: _Toc214526841][bookmark: _Toc214526987][bookmark: _Toc214528319][bookmark: _Toc214529343][bookmark: _Toc214529615][bookmark: _Toc214543122][bookmark: _Toc214610656][bookmark: _Toc214612797][bookmark: _Toc214613630][bookmark: _Toc215469674][bookmark: _Toc214459846][bookmark: _Toc214526842][bookmark: _Toc214526988][bookmark: _Toc214528320][bookmark: _Toc214529344][bookmark: _Toc214529616][bookmark: _Toc214543123][bookmark: _Toc214610657][bookmark: _Toc214612798][bookmark: _Toc214613631][bookmark: _Toc215469675][bookmark: _Toc210218820][bookmark: _Toc210218821][bookmark: _Toc210218822][bookmark: _Toc210218823][bookmark: _Toc210218824][bookmark: _Toc210218825][bookmark: _Toc210218826][bookmark: _Toc210218827][bookmark: _Toc210218828][bookmark: _Toc210218829][bookmark: _Toc210218830][bookmark: _Toc210218831][bookmark: _Toc210218832][bookmark: _Toc210218833][bookmark: _Toc210218834][bookmark: _Toc210218835][bookmark: _Toc209952423]All personnel—safety duties within the SMS
Personnel must actively participate in the operation of the SMS. Personnel duties within the SMS are:
Perform tasks in compliance with civil aviation legislation and the {exposition or operations manual}
Assist the organisation manage risk by reporting hazards, errors, accidents and incidents.
Report fit for duty in accordance with the organisation’s drugs, alcohol and fatigue policies.
In accordance with the just culture policies and principles, participate in investigations and with any reasonable corrective, remedial, or preventive action when taken to maintain or improve aviation safety.
Participate in SMS training, personnel safety meetings, and safety promotion activities.
[bookmark: _Toc209952424]Safety review team (SRT)
The SRT comprises of the CEO and {insert safety manager, HOFO, HOO as relevant}. The function of the SRT is to monitor and review the safety performance and effectiveness of the SMS. The SRT shall meet every {six months} or more frequently when required. Each safety review team meeting is to be documented by using Form SMS-MR - Management Review. The actions and outcomes of each SRT meeting are to be endorsed by the CEO.
SMS output - each SRT meeting held is a reviewable SMS output.
1.2 [bookmark: _Toc216098654][bookmark: _Toc216264194][bookmark: _Toc216098655][bookmark: _Toc216264195][bookmark: _Toc216098656][bookmark: _Toc216264196][bookmark: _Toc216098657][bookmark: _Toc216264197][bookmark: _Toc216098658][bookmark: _Toc216264198][bookmark: _Toc216098659][bookmark: _Toc216264199][bookmark: _Toc216098660][bookmark: _Toc216264200][bookmark: _Toc216098661][bookmark: _Toc216264201][bookmark: _Toc214543125][bookmark: _Toc214610659][bookmark: _Toc214612800][bookmark: _Toc214613633][bookmark: _Toc215469677][bookmark: _Toc216098662][bookmark: _Toc216264202][bookmark: _Toc214543126][bookmark: _Toc214610660][bookmark: _Toc214612801][bookmark: _Toc214613634][bookmark: _Toc215469678][bookmark: _Toc216098663][bookmark: _Toc216264203][bookmark: _Toc214543128][bookmark: _Toc214610662][bookmark: _Toc214612803][bookmark: _Toc214613636][bookmark: _Toc215469680][bookmark: _Toc216098665][bookmark: _Toc216264205][bookmark: _Toc214543129][bookmark: _Toc214610663][bookmark: _Toc214612804][bookmark: _Toc214613637][bookmark: _Toc215469681][bookmark: _Toc216098666][bookmark: _Toc216264206][bookmark: _Toc214543130][bookmark: _Toc214610664][bookmark: _Toc214612805][bookmark: _Toc214613638][bookmark: _Toc215469682][bookmark: _Toc216098667][bookmark: _Toc216264207][bookmark: _Toc214543131][bookmark: _Toc214610665][bookmark: _Toc214612806][bookmark: _Toc214613639][bookmark: _Toc215469683][bookmark: _Toc216098668][bookmark: _Toc216264208][bookmark: _Toc214543132][bookmark: _Toc214610666][bookmark: _Toc214612807][bookmark: _Toc214613640][bookmark: _Toc215469684][bookmark: _Toc216098669][bookmark: _Toc216264209][bookmark: _Toc214543133][bookmark: _Toc214610667][bookmark: _Toc214612808][bookmark: _Toc214613641][bookmark: _Toc215469685][bookmark: _Toc216098670][bookmark: _Toc216264210][bookmark: _Toc214543134][bookmark: _Toc214610668][bookmark: _Toc214612809][bookmark: _Toc214613642][bookmark: _Toc215469686][bookmark: _Toc216098671][bookmark: _Toc216264211][bookmark: _Toc214543135][bookmark: _Toc214610669][bookmark: _Toc214612810][bookmark: _Toc214613643][bookmark: _Toc215469687][bookmark: _Toc216098672][bookmark: _Toc216264212][bookmark: _Toc214543136][bookmark: _Toc214610670][bookmark: _Toc214612811][bookmark: _Toc214613644][bookmark: _Toc215469688][bookmark: _Toc216098673][bookmark: _Toc216264213][bookmark: _Toc214459848][bookmark: _Toc214526844][bookmark: _Toc214526990][bookmark: _Toc214528322][bookmark: _Toc214529346][bookmark: _Toc214529618][bookmark: _Toc214543137][bookmark: _Toc214610671][bookmark: _Toc214612812][bookmark: _Toc214613645][bookmark: _Toc215469689][bookmark: _Toc216098674][bookmark: _Toc216264214][bookmark: _Toc214459849][bookmark: _Toc214526845][bookmark: _Toc214526991][bookmark: _Toc214528323][bookmark: _Toc214529347][bookmark: _Toc214529619][bookmark: _Toc214543138][bookmark: _Toc214610672][bookmark: _Toc214612813][bookmark: _Toc214613646][bookmark: _Toc215469690][bookmark: _Toc216098675][bookmark: _Toc216264215][bookmark: _Toc209952425][bookmark: _Toc214528324][bookmark: _Toc220586037]Coordination of emergency response plan (ERP)
The {insert CEO or safety manager} is responsible for maintaining the ERP. The ERP document is to be reviewed annually using Form SMS-MR - Management Review form.
SMS output - ERP document annual review is a reviewable SMS output
[bookmark: _Toc214543140][bookmark: _Toc214610674][bookmark: _Toc214612815][bookmark: _Toc214613648][bookmark: _Toc215469692][bookmark: _Toc216098677][bookmark: _Toc216264217][bookmark: _Toc220586038]Safety management system documentation
[bookmark: _Toc214459851][bookmark: _Toc214526847][bookmark: _Toc214526993][bookmark: _Toc214528325][bookmark: _Toc214529349][bookmark: _Toc214528327]The SMSM is distributed to all personnel and relevant third-party providers in accordance with the policy outlined in the organisation's {insert either exposition or operations manual here}. 
[bookmark: _Toc209952432]Record keeping and confidentiality of SMS records
SMS documentation and records may be stored electronically or in hard copy. Table 6 describes each SMS document and operational record, its minimum retention period and authority to access.



Table 6: SMS documents and operational records
	Document
	Type
	Retention Period
	Access Authorisation

	SMS Manual
	Policy and procedures
	-
	All personnel

	Safety policy
	Policy
	-
	All personnel, customers

	Hazard and risk register
	Operational
	Permanent
	All personnel

	Hazard reports
	Operational
	Permanent
	{CEO, SM, SRT}

	Completed safety risk assessments
	Operational
	Permanent
	{CEO, SM, SRT}

	Safety investigation documents
	Operational
	Permanent
	{CEO, SM, SRT}

	Management of change process documents
	Operational
	Permanent
	{CEO, SM, SRT}

	Safety performance indicator (SPI) data
	Operational
	Permanent
	All personnel

	Personnel safety meetings – agenda and minutes
	Operational
	5 years
	All personnel

	SRT meeting and management review records
	Operational
	5 years
	{CEO, SM, SRT}

	Internal audit records
	Operational
	5 years
	{CEO, SM, SRT}

	Personnel safety training / SMS training records
	Operational
	5 years
	{CEO, SM, SRT}



[bookmark: _Toc209952434][bookmark: _Toc214528328][bookmark: _Toc220586039]Safety Risk Management
The organisation’s safety risk management (SRM) process comprises of three primary elements: (1) hazard identification; (2) safety risk assessment; and (3) safety risk mitigation.
1.3 [bookmark: _Toc216098680][bookmark: _Toc216264220][bookmark: _Toc216098681][bookmark: _Toc216264221][bookmark: _Toc216098682][bookmark: _Toc216264222][bookmark: _Toc209952435][bookmark: _Toc214528329][bookmark: _Toc220586040]Hazard identification processes
The {insert CEO or safety manager} is responsible for ensuring hazards are identified through the collection, review and analysis of safety data and information from the internal and external sources described in this subsection.
[bookmark: _Toc209952437]Internal reporting system - reporting obligations and process
The organisation and personnel have two levels of reporting obligations and responsibilities:
1. Voluntary reporting—to report safety matters using the internal reporting system.
1. Mandatory reporting—to report immediate and routine reportable matters to the ATSB.
Any mandatory matter reported to the ATSB must be reported in the organisation’s internal reporting system.
Voluntary reporting process
Report submission (actions done by the reporting person)
1. Safety reports must be made using Form SMS-CSR - Confidential Safety Report Form.
1. When all relevant information is contained in the safety report form, submit the report to the {insert CEO or safety manager}.
Report management (actions done by {insert CEO or safety manager})
1. Upon receipt of the report, send an acknowledgment to the individual that submitted the report.
Report assessment
1. The {insert CEO or safety manager} will assess the report to determine the level of risk and if the information contained in the report triggers an investigation in accordance with 2.1.4.
1. If the reported matter is assigned a risk tolerability category of ‘intolerable’, in accordance with 2.2.2 the {insert CEO or safety manager} will determine if any immediate actions are required to either mitigate the risk to a tolerable level or suspend operations.
1. The {insert CEO or safety manager} is responsible for ensuring report assessment feedback is provided to all relevant individuals and stakeholders involved within 30 days of report receipt.
[bookmark: _Toc209952439]Hazard identification – other internal sources
Information from internal processes is used to assist in hazard identification, including information from:
Internal audits (3.1.2.1)
Management of change processes (3.2)
Personnel feedback from continuous improvement (3.3) or SMS training and safety meetings (4.1, 4.2).
The {insert CEO or safety manager} is responsible for assessing and managing hazards or safety deficiencies identified as a result of these processes. Any hazards identified must be documented in the hazard and risk register.  
[bookmark: _Toc209952440]Hazard identification – external sources
External sources of safety information are periodically accessed and reviewed, and the outcomes from external safety assurance activities (audits) reviewed to assist in identifying hazards that may impact safety.
1.3.1.1 Access and review - aviation occurrence databases
The {insert CEO or safety manager} will access and review safety occurrence databases on a {twelve-monthly basis} for the purposes of reviewing safety information from the broader aviation system, and to determine if there are any new, emerging, or novel hazards and risks that may impact safety of our operations.
The following occurrence databases may be accessed to assist with the reviews:
National Aviation Occurrence Database – Australian Transport Safety Bureau
Aviation Investigations Database - Australian Transport Safety Bureau
Aviation Safety Network Accident Database – Flight Safety Foundation
Bowtie risk analysis and sector safety risk profiles – Civil Aviation Safety Authority (Australia).
Hazards identified through accessing external aviation occurrence databases must be documented in the hazard and risk register.
SMS output - access and review of external sources of safety information is a reviewable SMS output.
1.3.1.2 CASA or other external audits
The {insert CEO or safety manager} will investigate safety or compliance deficiencies identified during external audit or CASA surveillance processes in accordance with the internal investigation process described at subsection 2.1.4. Hazards identified during external audit processes must be documented in the hazard and risk register. 
Internal safety investigations
The {insert CEO or safety manager} is responsible for actioning safety investigations and may delegate investigations to appropriately trained persons who shall report to the CEO. Not all reported matters will be subject to investigation. The primary objective of safety investigations is to understand what happened during a safety occurrence, why it happened, and what can be done to prevent similar situations from occurring in the future. 
The {insert CEO or safety manager} will determine the level of investigation by considering at least, the following triggers:
1. The severity or potential severity of the outcomes of hazards.
9. If a positive safety outcome could be gained and opportunity for improving safety performance.
10. The potential risks with not investigating the matter.
11. If the reported hazard is new, novel, or previously unknown.
12. If a reported event is recognised as becoming a trend of reported matters.
13. If there are safety training and education benefits by conducting an investigation.
Form SMS-BSI - Basic safety investigation form may be used to assist with internal investigations.
1.3.1.3 Human performance and organisational considerations
Human performance and organisational considerations will be integrated into all SMS processes. The organisation uses the SHELL model (see Forms SMS-CSR and SMS-RAP for a description of this model) to support the assessment of human performance considerations. 
[bookmark: _Toc209952441]Hazard and risk register
The {insert CEO or safety manager} is responsible for maintaining the hazard and risk register. The register must be referred to and updated for all risk management processes and updated by information from the following processes:
1. The internal reporting system (section 2.1.1)
1. Hazard information accessed from external aviation occurrence databases (subsection 2.1.3.1)
1. CASA and external audits (subsection 2.1.3.2).
17. Internal safety investigations (section 2.1.4)
18. Internal audits (subsection 3.1.2.1)
19. Management of change processes (subsection 3.2)
20. Personnel feedback (subsection 3.3)
Use Form SMS-HRR - Hazard and Risk Register to update the hazard and risk register.
1.4 [bookmark: _Toc209952442][bookmark: _Toc214528330][bookmark: _Toc220586041]Safety risk assessment and mitigation processes
The processes established in this section must be used to assess risks associated with identified hazards, and to apply controls to reduce risks to an acceptable level. The risk assessment process involves four steps:
1. Determine risk severity
22. Determine risk probability
23. Determine safety risk index rating
24. Determine risk tolerability.
The {insert CEO or safety manager} is responsible for conducting risk assessments. Form SMS-RAP - Risk Assessment Process is to be used for risk assessments.
1.4.1.1 Step 1 – Safety risk severity analysis
The safety risk severity analysis should consider the extent of harm that might occur as a consequence or outcome of identified hazards. Table 7 describes five levels of severity from catastrophic (A) to negligible (E).
Step 1 safety risk severity value (A to E) is determined by:
1. Estimate the consequences of the hazard (column 2)
26. Read the corresponding severity level (column 1)
27. Obtain the corresponding severity value (column 3).
E.g., a ‘Major’ severity consequence is assigned a safety risk severity value of C.
Table 7: Safety risk severity
	Severity
	Meaning (consequences)
	Value

	Catastrophic
	Aircraft / Equipment destroyed.
One or multiple fatalities.
	A

	Hazardous
	A large reduction in safety margins, physical distress or a workload such that the relevant persons cannot be relied upon to perform their tasks accurately or completely
Serious injury
Major equipment damage
	B

	Major
	A significant reduction in safety margins, a reduction in the ability of the relevant persons to cope with adverse operating conditions as a result of conditions impairing their efficiency
Serious incident
Injury to persons
	C

	Minor
	Nuisance
Operating limitations
Use of emergency procedures
Minor incident
	D

	Negligible
	Few consequences
	E



1.4.1.2 Step 2 Safety risk probability analysis
The safety risk probability assessment should consider the likelihood or repetition (frequency) that a safety consequence or outcome may occur. Table 8 describes five risk probability descriptors and the corresponding value.
Step 2 safety risk probability value (1 to 5) is determined by:
1. Estimate the likelihood of exposure to the hazard (column 2)
29. Read the corresponding likelihood descriptor (column 1)
30. Obtain the corresponding probability value (column 3) 
E.g., ‘Remote’ likelihood is assigned a safety risk probability value of 3.
Table 8: Safety risk probability
	Likelihood
	Meaning (exposure)
	Value

	Frequent
	Likely to occur many times (has occurred frequently)
	5

	Occasional
	Likely to occur sometimes (has occurred infrequently)
	4

	Remote
	Unlikely to occur, but possible (has occurred rarely)
	3

	Improbable
	Very unlikely to occur (not known to have occurred)
	2

	Extremely Improbable
	Almost inconceivable that the event will occur
	1


1.4.1.3 Step 3 Safety risk index rating
The safety risk index is determined by combining the results of the severity value (Step 1) and the probability value (Step 2) to derive an alphanumeric rating designator. Table 9 combines each risk index rating into High, Moderate, and Low categories of risk:
Step 3 safety risk index rating value is determined by:
Locate the risk severity column corresponding to the severity value obtained in step 1
Locate the risk probability row corresponding to the probability value obtained in step 2
Obtain the safety risk index from the cell intersected by corresponding risk severity column and risk probability row. 
E.g., combined value from step 1 and 2 ‘C3’ and risk category of Moderate (yellow). 
Table 9: Safety risk assessment matrix
	Risk
	
	Risk Severity
	
	
	
	

	Probability
	
	Catastrophic
A
	Hazardous
B
	Major
C
	Minor
D
	Negligible
E

	Frequent
	5
	A5
	B5
	C5
	D5
	E5

	Occasional
	4
	A4
	B4
	C4
	D4
	E4

	Remote
	3
	A3
	B3
	C3
	D3
	E3

	Improbable
	2
	A2
	B2
	C2
	D2
	E2

	Extremely Improbable
	1
	A1
	B1
	C1
	D1
	E1


1.4.1.4 Step 4 Safety risk tolerability
The safety risk tolerability is associated with each category of risk. Table 10 defines three tolerability categories as intolerable (high risk), tolerable (moderate risk), and acceptable (low risk).
Step 4 safety risk tolerability category is determined by:
Locate the safety risk index rating obtained from Step 3 in the risk index range (column 1)
Obtain the corresponding risk tolerability descriptor (column 2)
Refer to the corresponding immediate actions, authority level, timeframes and ongoing actions columns.
E.g., the safety risk index rating value of ‘C3’ derived from step 3 is assigned a risk tolerability description of ‘tolerable’.
Table 10: Safety risk tolerability matrix
	Risk Index Range
	Description
	Immediate actions
	Authority level
	Time frames
	Ongoing actions

	A5, B5,
C5, A4,
B4, A3
	INTOLERABLE
	Take immediate action to mitigate the risk or stop the activity. 
Operations may only be resumed when risk level is returned to tolerable or acceptable.
	CEO – for authorisation of suspending and resuming operations.
	Immediate – upon notification of hazard or occurrence.
	Detailed investigation.
Daily or weekly monitoring of mitigation measures to ensure risk remains below intolerable.

	D5, E5,
C4, D4,
E4, B3,
C3, D3,
A2, B2,
C2, A1,
	TOLERABLE
	Can be tolerated based on the safety risk mitigation. Introduce appropriate mitigation measures.
Examine further actions to reduce risk level to acceptable.
CEO decision required to accept the risk.
	CEO – for authorisation of operations at this risk level.
	Within 30 days of notification of hazard or occurrence.
	Basic or detailed investigation.
Monitor ongoing effectiveness of mitigation measures.

	E3, D2, E2, B1, C1, D1, E1
	ACCEPTABLE
	Acceptable as is. Risk is considered sufficiently controlled.
	{CEO or SM} – for risk assessment and validation.
HOFO/HOO - ongoing monitoring.
	Within 60 days of notification of hazard or occurrence.
	Monitor ongoing effectiveness of mitigation measures.


Safety risk tolerability limit
Any hazard or condition which results in an intolerable risk level assessment is considered too high to continue operating. 
[bookmark: _Toc209952444]Risk mitigation and control
The organisation manages safety risks to an acceptable level by taking actions that are reasonably practicable to either eliminate or mitigate safety risks. The {insert CEO or safety manager} will develop risk mitigation strategies and actions until the risk is acceptable in line with the following policy:
Intolerable region – the risk is unacceptable, apply mitigation to reduce the risk tolerability downwards or stop/suspend the activity.
Tolerable region – the risk is acceptable, but the hazard still exists, apply mitigation to reduce risk tolerability further downwards. {insert CEO or safety manager} will review the risk periodically to ensure effectiveness of controls.
Acceptable region – the risk is acceptable; risks are considered sufficiently low and controlled.
Unless immediate risk mitigation actions are available that are effective in reducing risk assessed as intolerable to a lower level, the operation must be suspended. Operations must only resume when appropriate risk mitigations have been made to return the risk to a tolerable or acceptable level and authorised by the CEO. 
1.4.1.5 Identification of risk control measures and actions
The risk assessment and tolerability assessment process (Steps 1 through 4) forms the basis for deciding on the implementation of appropriate risk control actions. Risk control actions must consider the consequences associated with both intolerable and tolerable risks and if further risk reduction actions are reasonable and practicable.
1.4.1.6 Risk control implementation
At the completion of the risk assessment and tolerability process, the {insert CEO or safety manager} will carry out the immediate and ongoing actions indicated in Table 10 based on the risk tolerability, including the implementation of risk controls.
Risk control implementation comprises of three steps:
Determine and select risk controls
Implementation of risk controls
Measure and monitor effectiveness of the controls.
The {insert CEO or safety manager} is responsible for ensuring risk controls are implemented and monitoring their effectiveness. This is achieved by conducting reviews of risk control implementation during:
scheduled safety review team meetings (use Form SMS-MR - Management Review for this purpose)
internal SMS audits performed in accordance with Section 3 – Safety Assurance
[bookmark: _Toc209952446][bookmark: _Toc214528331][bookmark: _Toc220586042]Safety Assurance
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The safety performance monitoring and measurement process is utilised to verify operational safety performance against the safety policy and objectives described at subsection 1.1. The {insert CEO or safety manager} will:
Set safety performance indicators (SPI) that are aligned with the organisation’s safety objectives.
Perform internal audits and management reviews to assess compliance with SMS policies and procedures, civil aviation legislation, and the overall effectiveness of the SMS.
[bookmark: _Toc209952448]Safety performance indicators and targets
The {insert CEO or safety manager} is responsible setting SPIs to measure operational safety performance, and performance of the SMS. Form SMS-SPI - SPI and SPT register contains the organisation’s SPIs that are aligned with the safety objectives described at subsection 1.1.
[bookmark: _Toc209952449]Management reviews
A management review must be performed at minimum, {once within every 12-month period} using Form SMS-MR - Management Review. Management reviews are to be performed by the SRT. The {insert CEO or safety manager} is responsible for leading the management review, each review must assess:
· The safety policy and objectives remain relevant and appropriate for the scope of operations
· Safety performance (SPI) continuous tracking and effectiveness
· Safety occurrence reporting and investigation review
· Hazard and risk register review (internal and external sources)
· Management of change review
· Internal and external audit review
· Continuous improvement actions review (including emergency response plan document)
· SMS training and safety promotion review 
· Resourcing is adequate for the safe conduct of operations and operation of the SMS.
· Emergency response plan review.
SMS output - each management review activity is a reviewable SMS output
1.5.1.1 Internal audits
The {insert CEO or safety manager} is responsible for performing or appointing an external auditor to perform an audit of the SMS. The audit must be scheduled to occur at minimum, {once within every 24-month period} using Form SMS-IA - Internal Audit. All areas listed on the form are to be audited. The CEO must ensure corrective actions are appropriately addressed.
SMS output - each internal SMS audit activity is a reviewable SMS output
[bookmark: _Toc209952450]External interface management
To assist with the management of safety risks associated with third party contractors, (known as external interfaces), each external interface is identified and described in Form SMS-IR - SMS interface register. The {insert CEO or safety manager} is responsible for managing and maintaining the SMS interface register
[bookmark: _Toc209952451][bookmark: _Toc214528337][bookmark: _Toc220586044]Management of change
Management of change is conducted in accordance with the processes contained in our {insert either exposition or operations manual here}. Form SMS-MOC - Management of change implementation plan may be used to support those processes.
[bookmark: _Toc220586045]Continuous improvement of the SMS
Continuous improvement of the SMS is an ongoing process that has multiple methods to measure the outcomes of SMS processes. The continuous improvement process includes three primary elements:
Management reviews (3.1.2)
Internal audit (3.1.2.1)
Feedback from personnel
Personnel are encouraged to utilise Form SMS-CIS - continuous improvement suggestion to inform the {insert CEO or safety manager} of any areas of the SMS, including policy or procedures that are not performing to expectations or achieving the required outcomes. Completed suggestions for continuous improvement are to be submitted to the {insert CEO or safety manager}.
The {insert CEO or safety manager} must ensure the continuous improvement processes described in this subsection are actioned in accordance with the safety assurance activity schedule contained in Table 11. The {insert CEO or safety manager} is responsible for actioning any amendments or changes to the SMSM in accordance with the document amendment process contained in the {insert either exposition or operations manual here}.

Table 11: Safety assurance activity schedule. 
	Activity
	Actioned by
	Form
	Frequency

	Safety review team (SRT) meeting
	{CEO or SM}
	SMS-MR
	{Every 6 months} 

	Management review
	{CEO or SM}
	SMS-MR
	{Every 12 months}

	SMS internal audit
	{CEO or SM}
	SMS-IA
	{Every 24 months}
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1.6 [bookmark: _Toc214459864][bookmark: _Toc214526861][bookmark: _Toc214527007][bookmark: _Toc214528339][bookmark: _Toc214529363][bookmark: _Toc214529633][bookmark: _Toc214543153][bookmark: _Toc214610687][bookmark: _Toc214612829][bookmark: _Toc214613662][bookmark: _Toc215469706][bookmark: _Toc216098722][bookmark: _Toc216264262][bookmark: _Toc214459865][bookmark: _Toc214526862][bookmark: _Toc214527008][bookmark: _Toc214528340][bookmark: _Toc214529364][bookmark: _Toc214529634][bookmark: _Toc214543154][bookmark: _Toc214610688][bookmark: _Toc214612830][bookmark: _Toc214613663][bookmark: _Toc215469707][bookmark: _Toc216098723][bookmark: _Toc216264263][bookmark: _Toc214459866][bookmark: _Toc214526863][bookmark: _Toc214527009][bookmark: _Toc214528341][bookmark: _Toc214529365][bookmark: _Toc214529635][bookmark: _Toc214543155][bookmark: _Toc214610689][bookmark: _Toc214612831][bookmark: _Toc214613664][bookmark: _Toc215469708][bookmark: _Toc216098724][bookmark: _Toc216264264][bookmark: _Toc209952456][bookmark: _Toc214528342][bookmark: _Toc220586047]Safety management system training & education
The {insert CEO or safety manager} is responsible for managing the SMS safety training and education program. Table 12 outlines the SMS training program frequency for personnel.
Table 12: SMS training and education schedule
	Personnel
	Frequency

	
	Initial
	Recurrent

	Operational safety critical personnel (OSCP) - including contractors performing OSCP activities.
	Induction training – prior to commencing any safety-critical activities.
	Every 24 months

	Management personnel (including regulated key personnel)
	Induction training – within 2 months of starting.
	Every 24 months

	Non-operational safety critical personnel
	Induction training – within 2 months of starting.
	Every 24 months


The SMS training program includes both initial and recurrent training covering the following topics:
The organisations safety policy and objectives
Individual safety duties, roles, responsibilities and accountabilities
Use and operation of the SMS
Human performance and organisational factors that can influence safety behaviours and outcomes
The organisations just culture policy and principles.
Competency of trainers
The {insert CEO or safety manager}, or persons that have completed the CASA AviationWorx - Key Personnel - Safety Manager learning module, or equivalent training course are considered competent to deliver SMS training and assessment. These persons are referred to as SMS trainers.
Training delivery
SMS training may be delivered in a combination of methods, including: {insert method used for SMS training, e.g., formal in-class training}
Training assessment
At the completion of SMS training (initial and recurrent), each candidate will complete a {insert method used for assessment, e.g., written or verbal} assessment. A pass mark of 80% is required to indicate competence. 
Where a candidate has not achieved 80% on the second attempt, the SMS trainer is to examine identified areas of knowledge deficiency and provide or arrange remedial training with the candidate prior to assessment reattempt.
Records of training attendance
Training attendance is to be recorded on Form SMS-TR - SMS Training Register and each participant’s personnel training/qualifications records updated for each initial and recurrent training event.
SMS output - initial or recurrent SMS training activities are a reviewable SMS output
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Safety communication activities
The {insert CEO or safety manager} is responsible for collection and distribution of information for the purpose of safety communications activities. Safety communications activities are to be actioned in accordance with Table 14.
Contractors (external interfaces) that perform OSCP activities are to be included in SMS safety alert emails. 
Table 14: Safety communication activities
	Activity
	Purpose
	Frequency
	Responsible person

	Personnel safety meeting (or safety communication email)
	To brief, workshop, discuss or communicate:
· The organisations top safety risks (from the hazard and risk register).
· Safety performance (SPIs and SPTs)
· Review lessons learned from occurrences and investigations (internal and external sources).
· Implementation on new risk controls.
· Reporting system statistics.
· Safety critical information.
	Every 6 months
	{CEO or SM}

	Safety investigation feedback
	Provide feedback on status of investigation into safety occurrences or reported hazards. Should include:
· What happened and why.
· Preventive measures.
· Positive actions and behaviours.
	Upon receipt of confidential safety report.
Completion of investigation (90 days)
	{CEO or SM}

	SMS safety alert emails
	To communicate safety critical information directly to personnel affected, can include:
· Hazards with risk assessed as intolerable.
· Serious or imminent threat to safety.
· Immediate actions required to maintain risk to an acceptable level.
· Immediate suspension of operation.
	Immediate - upon discovery of safety threat.
	{CEO or SM}



[bookmark: _Toc209952461]Safety communication activities records
Personnel safety meeting attendance is to be recorded on Form SMS-PSM - Personnel Safety Meeting Agenda, including an agenda detailing topics briefed during meetings. Safety meeting attendance forms are to be retained in accordance with the record keeping policy at subsection 1.4.1 of the SMSM. 
SMS output - periodical safety communication activities (personnel safety meetings) are a reviewable SMS output
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