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[bookmark: _Toc220587397]Preface
This manual describes the policies and procedures to manage and operate the organisation’s safety management system to meet the requirements of regulation 119.190 {and 138.145 if relevant} of CASR.
The Chief Executive Officer is responsible for ensuring the implementation and ongoing resourcing of the safety management system. The Safety Manager (SM) is responsible for the management of the safety management system.
[bookmark: _Toc220587398]Scope of the Safety Management System Manual (SMSM)
The SMSM describes policies and procedures utilised by the organisation to manage safety. The SMSM is the primary reference document and addresses each of the four components and twelve elements of the SMS framework to enable a consistent approach to safety management. 
Table 1 outlines the four components and twelve elements of the SMS framework described by the SMSM.
Table 1: SMS Structure – 4-components and 12-elements
	Components
	Elements
	SMSM section

	1. Safety Policy and Objectives
	1.1 Management commitment to, and responsibility for safety
	1.1

	
	1.2 Safety accountabilities of managers (including key personnel)
	1.2

	
	1.3 Appointment of safety management personnel
	1.3

	
	1.4 Coordination of an emergency response plan
	1.4

	
	1.5 Safety management system documentation
	1.5

	2. Safety Risk Management
	2.1 Hazard identification processes
	2.1

	
	2.2 Safety risk assessment and mitigation processes
	2.2

	3. Safety Assurance
	3.1 Safety performance monitoring and measurement
	3.1

	
	3.2 Management of change
	3.2

	
	3.3 Continuous improvement of the safety management system
	3.3

	4. Safety Training and Promotion
	4.1 Safety management system training and education
	4.1

	
	4.2 Safety management system communication
	4.2





[bookmark: _Toc220587399]Revision history
Amendments to this manual are recorded below in order of most recent first.
Table 2: Revision history
	Version number
	Date
	Parts and sections
	Details

	1.0
	February 2026
	All
	Initial issue


[bookmark: _Toc220587400]Distribution list
A copy of this SMSM is retained in the reference library. If requested, the SMSM is made available to CASA for inspection.
Electronic or printed copies of the SMSM are distributed as follows:
Table 3: Distribution list
	Copy No.
	Document holder
	Electronic copy
	Hard copy

	1
	Reference library {operator determine electronic or hard copy and annotate then delete this text}
	
	

	2
	Chief executive officer
	Yes
	-

	3
	Safety manager
	Yes
	-


The {insert relevant key person position title here} is responsible for making the SMSM available to all relevant persons including the organisation’s personnel.
Persons printing the SMSM should be aware that any hard copies are uncontrolled and may not be the most up-to-date version.


[bookmark: _Toc220587401]Glossary
Definitions and acronyms
Table 4: Definitions
	Term
	Definition

	Ambient workplace recordings
	Data recorded by cockpit voice recorder (CVR) or airborne image recorder (AIR).

	Authoritative safeguard
	In relation to safety data or safety information include, protective orders, limited disclosure, closed proceedings, in-camera review, and de-identification of data or information used in judicial or administrative proceedings.

	Competent authority
	A Court of law or administrative tribunal, aviation regulatory authority, accident investigation agency, State or Federal Police, a government department or administrative body1, the Safety Manager2. 
1 Where disclosure or use of safety information is sought in accordance with relevant laws.
2 Where disclosure or use of safety information is sought within the organisation.

	Corrective action
	An action taken to address particular safety-related shortcomings or deficiencies relating to compliance or competency standards. Corrective actions may involve suspension to perform an activity until compliance or competency with standards can be demonstrated.

	Error
	An action or inaction by an individual that leads to deviations from the organisation’s, or the individual’s intentions or expectations.

	Hazard
	A condition or an object with the potential to cause or contribute to an aircraft incident or accident.

	Lagging safety performance indicator
	Lagging SPI measure events that have already occurred (e.g., an unwanted safety occurrence)

	Leading safety performance indicator
	Leading SPI measure processes and outputs that are implemented to improve or maintain safety (e.g., percentage of personnel attendance at safety meetings, completion of SMS training)

	Non-operational safety critical personnel
	Personnel that do not carry out or are responsible for safety-related work with indirect, minimal or no contact with operational safety critical personnel. Note: may include contracted non-operational safety critical personnel.

	Operational safety-critical personnel
	In accordance with the definition in the CASR Dictionary. Note: may include contracted operational safety critical personnel.

	Operational flight data
	Data recorded by a flight data recorder for use in a flight data analysis program

	Organisation
	The aviation authorisation holder that utilises this safety management system manual as part of its exposition.

	Personnel
	All personnel within the organisation, including contracted personnel designated as operational safety critical personnel or personnel engaged in safety sensitive aviation activities.

	Preventive action
	An action taken to prevent the occurrence or recurrence of an event or hazard that poses an unacceptable risk to aviation safety. Preventive actions may involve immediate removal or suspension to perform an activity.

	Reasonably practicable
	In accordance with the definition in the Work Health and Safety Act (2011).

	Remedial action
	An action taken to address the underlying causes of particular safety-related shortcomings or deficiencies relating to compliance or competency standards. Remedial actions may involve retraining, counselling, mentoring.

	Risk control
	A preventive action or measure taken as protection against a hazard materialising to an unacceptable level of aviation safety.

	Risk mitigation
	The process of incorporating defences, preventive controls or recovery measures to lower the severity and/or likelihood of a hazard’s projected consequence. 

	Safety
	The state in which risks associated with the organisation’s aviation activities, related to, or in direct support of the operation of aircraft, are reduced and controlled to an acceptable level.

	Safety data
	A defined set of facts or values collected for reference, processing or analysis which could be used to maintain or improve safety.

	Safety information
	Safety data processed, organised or analysed in a given context to support safety management and the development of safety intelligence.

	Safety intelligence
	An outcome of the process of analysing safety data and safety information to support decision-making.

	Safety objective
	A statement of a desired safety outcome.

	Safety performance
	An aviation organisation’s measurable effect on safety achievement.

	Safety performance indicator
	A metric used to measure and monitor an aviation organisation’s safety performance, including progress towards achieving a safety objective.

	Safety performance target
	The aviation organisation’s planned or intended target for a safety performance indicator over a given period.

	Safety risk
	The predicted probability and severity of the consequences or outcomes of a hazard.


Table 5: Acronyms
	Acronym
	Description

	ATC
	Air traffic control

	ATSB
	Australian Transport Safety Bureau

	CASR
	Civil Aviation Safety Regulations

	CEO
	Chief executive officer

	ERP
	Emergency response plan

	HAAMC
	Head of aircraft airworthiness and maintenance control

	HOFO
	Head of flying operations

	HOO
	Head of operations

	HOTC
	Head of training and checking

	IRM
	Immediately reportable matter

	OEM
	Original equipment manufacturer

	OSCP
	Operational safety critical personnel

	RPA
	Remotely piloted aircraft

	RRM
	Routine reportable matter

	SM
	Safety manager

	SME
	Subject matter expert

	SMS
	Safety management system

	SMSM
	Safety management system manual

	SPI
	Safety performance indicator

	SRT
	Safety review team

	TSI
	Transport safety investigations





[bookmark: _Toc209952411][bookmark: _Toc220587402]Safety Policy and Objectives
[bookmark: _Toc209952412][bookmark: _Toc220587403]Management commitment to, and responsibility for safety
Our safety policy describes management’s commitment to safety and compliance with regulatory requirements through the SMS. 
The safety policy is endorsed by the Chief Executive Officer, and all organisational key personnel demonstrate their commitment to it through active and visible participation in the SMS, and by continually promoting the safety policy and SMS to all personnel.
[bookmark: _Toc209952413]Safety policy
Safety Policy
Safety is a primary organisation function. We are committed to ensuring all our aviation activities achieve the highest level of safety performance and compliance with civil aviation legislation. 
The CEO, and management are committed to the operation and active participation in the SMS, including the development of a positive safety and just culture environment to support the identification and reporting of safety hazards. To achieve this goal, personnel are encouraged to report hazards and safety concerns directly to the Safety Manager or CEO.
The CEO is committed to ensuring our safety objectives, safety performance and this safety policy are reviewed in accordance with our SMS, including the continuous improvement of the SMS and appropriate allocation of resources to ensure the safe conduct of our operations.



{insert signature of CEO}
{insert name of CEO}
Chief Executive Officer
[bookmark: _Toc209952414]Safety objectives
Our primary safety goal is the prevention of accidents or incidents associated with our aviation activities.
To assist us to achieve this goal we promote safety objectives within four key areas:
Safety leadership
Senior management are actively involved in the use and promotion of the SMS.
Senior management promote an environment for all personnel to feel confident to speak up and report their safety concerns.
Safety risk management
Reported hazards are analysed and managed to ensure risk remains within tolerable limits.
Hazard information (from internal and external sources) is documented and shared to personnel and relevant stakeholders.
Safety assurance
Our processes to manage safety and regulatory compliance are continuously monitored and reviewed to ensure their ongoing effectiveness.
Safety training and promotion
Personnel are trained and educated in the use of the SMS.
Safety information, including the lessons learned from hazards or safety deficiencies is shared and communicated through our organisation and with the broader aviation system.
These safety objectives are established to provide a strategic direction for our safety performance monitoring and measurement processes contained in Section 3 of this SMSM.
1.1.1.1 Management reviews
The CEO is responsible for ensuring the safety policy, safety objectives, and resources necessary for the safe conduct of operations are reviewed at minimum, {once within every 12-month period}, or more frequently during periods of organisational change.
Management reviews are performed by the Safety Review Team (SRT), and the results of each review must be reported to and endorsed by the CEO. Refer to subsection 3.1.2.1 for the management review process.
[bookmark: _Toc209952415]Just culture and protection of safety data and safety information policy
The organisation protects safety data and safety information by adopting ‘Just Culture’ principles to support personnel report with confidence that safety data and safety information will not be used for disciplinary actions, legal proceedings, disclosure to the public or any purpose other than to maintain and improve safety.
This policy applies to safety data, safety information and the identity of its related sources collected, reported or recorded for use in the safety management system, including operational flight data and ambient workplace recordings.
The CEO provides assurance that actions, errors or omissions commensurate with an individual's training and experience will not result in punitive or disciplinary actions being taken against them.
Gross negligence, wilful misconduct, reckless behaviour or criminal activity, as defined by law, are considered as unacceptable behaviour where the individual involved may be held accountable.
Where there are circumstances indicating that a safety occurrence may have resulted from deficiencies in an individual’s skills, knowledge, ability or competence, any corrective, remedial, or preventive action when taken, will not be regarded as punitive or disciplinary, but to maintain or improve safety.
The focus of safety investigations shall be on identified safety risks and opportunities for safety improvement, rather than a focus on individuals or to blame or punish. All individual's involved will be treated impartially and consistently in accordance with the just culture decision framework at 1.1.3.1.
Safety data, safety information and the identity of individuals who are the source of the data or information are treated with confidentiality to the fullest extent practicable and in accordance with applicable privacy laws.
Exceptions to this policy: The release of safety data or safety information is only permitted when formally requested by a competent authority and subject to authoritative safeguards, and there are circumstances that indicate:
In accordance with national laws, an occurrence caused by an act or omission is considered to be gross negligence, wilful misconduct or criminal activity, and its release is necessary for the proper administration of justice; or
That the occurrence reflected in the safety data or information is caused by an act or omission that is part of a pattern or repetitive conduct by the person over a relevant period of time, and its release is necessary to maintain and improve safety. 
The safety manager is the designated custodian for the protection of safety data, safety information and its related sources, and is responsible for: 
determining if an exception described in clause 6 of this subsection applies.
if an exception applies, ensuring the deidentification of individuals reflected in the safety data or safety information prior to its release.
Just culture decision framework guide
The just culture decision framework is in place to support the organisation’s just culture policy and principles and to ensure personnel remain willing to report their errors and mishaps with the understanding of their shared accountability and responsibility for safety.
The use of the just culture decision framework is to support the investigation process by including transparency and objectiveness regarding actions necessary for the purposes of maintaining and improving safety.
The intent of this guide is to support a decision-making process that differentiates between unintentional human error, from intentional acts of rule breaking, non-compliance or reckless disregard of known risks.
The organisation’s response to a hazard or risk to aviation safety may involve preventive, corrective or remedial actions. When such actions are taken within the SMS and just culture decision framework, they are not intended to be punitive or disciplinary, but as actions that are fundamental to the objectives of the SMS.
For the purposes of the just culture decision framework, preventive, corrective or remedial actions are defined as:
· Preventive action: may involve action taken to prevent the occurrence or recurrence of an event or mitigation of a hazard that poses an unacceptable risk to aviation safety. Preventive actions may involve immediate removal or suspension to perform an activity.
· Corrective action: may involve action taken to address particular safety-related shortcomings or deficiencies relating to compliance or competency standards. Corrective actions may involve suspension to perform an activity until compliance or competency with standards can be demonstrated.
· Remedial action: may involve action taken to address the underlying causes of particular safety-related shortcomings or deficiencies relating to compliance or competency standards. Remedial actions may involve retraining, counselling, mentoring.
Note:	In some cases, preventive, corrective or remedial actions may serve more than one defined purpose. For example, actions taken that involve additional training and suspension to perform an activity until training is completed and competency is demonstrated. Such actions are both remedial, as they are intended to address the underlying cause of a safety issue, and may also be considered corrective to address an identified safety deficiency.
Figure 1: Just Culture Decision Framework
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Application of just culture decision framework
	Process step
	Action

	1. Investigation
	· Has a safety occurrence investigation been completed?

	2. Review relevant information and findings and establish context.
	· Establish all possible context of the safety event or matter reported, not only on the individual(s) concerned, including:
· Human performance considerations (Refer SHELL model) 
· Organisational or system issues (Refer organisational causation model).

	3. Refer to decision framework
	· Apply to only one action (behaviour) at a time.
· If there are multiple actions by an individual, treat each separately.
· Use for individual personnel separately.

	4. Move from left to right across decision framework
	· Locate the START point (top left corner).
· Determine the most accurate description of the behaviour.
· The left-side assists to identify malicious or reckless acts, the right-side assists to identify unintended actions. Reckless behaviour diminishes when moving towards right-side.  

	5. Determine actions (intentional or reckless violations)
	· Identify if the violation was intentional and if there was an ‘intentional mental element’ to commission an unsafe act or there was reckless disregard about the consequences. If Yes, possible disciplinary action required.
· Verify medical conditions and to check if any unauthorised substance use was involved. Identification of unauthorised substances (drugs, alcohol) is to be managed in accordance with the Drug and Alcohol Management Plan.

	6. Interpretation of behaviour type
	· Unintentional error--an action where the individual was not aware they are breaking rules or procedures. If Yes, possible remedial action required.
· Routine violation--an action that was frequent, routine, standard practice or a ‘work-around’ by the individual or others against an established rule or procedure. The process or procedure should be examined (use SHELL). If Yes, possible remedial action required.
· General violation--an action that occurred due to a situational or environmental trigger or other factors. Possible remedial action required.
· Exceptional violation--a potentially hazardous course of action taken against procedures but may have been considered necessary under the circumstances for possible organisational reasons. The process or procedure should be examined (use SHELL), management and organisation process should be examined (use organisational causation model). Possible remedial action required.

	7. Determine actions (error and procedural violations)
	· If necessary, apply the substitution test:
· Substitute the individual concerned with another person with comparable qualifications, experience and responsibilities.
· Consider, in the context of the safety occurrence, is it likely that the new individual would have behaved any differently; or given the prevailing circumstances at the time of the occurrence, could the new individual be certain they themselves would not have committed the same error or unsafe act?
· If the answer is that the new individual most likely would have behaved the same, apportioning blame or disciplinary action has no role to play.
· History of repetitive error or unsafe acts--check if the individual has history of repetitive error or unsafe acts. This is not to apportion blame or disciplinary action, but to indicate the necessity for remedial or corrective actions.

	8. Documentation
	· Document all actions, including the just culture decision framework chart as a record in the individual’s employee records.


1.2 [bookmark: _Toc209952416][bookmark: _Toc220587404]Safety accountabilities of managers
This section describes the accountabilities and responsibilities for the implementation, management and operation of the safety management system. The accountabilities, responsibilities and duties contained in this section are additional to those described in the exposition.
[bookmark: _Toc209952417]SMS accountability and responsibility structure
The roles of chief executive officer (CEO) and safety manager both hold regulated responsibilities and accountabilities to ensure the effectiveness of the organisation’s SMS. All other key personnel position holders are each responsible for compliance with their regulated responsibilities as described in the {insert either exposition or operations manual here}. All key personnel are responsible for active involvement, use, and promotion of the SMS. 
Operational safety-critical personnel are responsible for actively participating with the safety duties described in this section. Contracted organisations or personnel performing safety-related work or activities that could influence the organisation’s safe delivery of our services must be aware and follow the organisations SMS policies and procedures described in subsection 3.1.3 - internal and external interface management.
Figure 2 outlines the reporting and governance structure for the SMS.
Figure 2: SMS reporting and governance structure
Head of Flight Operations / {Head of Operations}
Chief Executive Officer
Safety Manager
Safety Review Team
Operational Safety Critical Personnel
Non-Operational Safety Critical Personnel
Head of Training and Checking

[bookmark: _Toc210218820][bookmark: _Toc210218821][bookmark: _Toc210218822][bookmark: _Toc210218823][bookmark: _Toc210218824][bookmark: _Toc210218825][bookmark: _Toc210218826][bookmark: _Toc210218827][bookmark: _Toc210218828][bookmark: _Toc210218829][bookmark: _Toc210218830][bookmark: _Toc210218831][bookmark: _Toc210218832][bookmark: _Toc210218833][bookmark: _Toc210218834][bookmark: _Toc210218835][bookmark: _Toc209952418][bookmark: _Toc220587405]Appointment of safety management personnel
[bookmark: _Toc209952419]Chief executive officer—responsibilities and accountabilities within the SMS
The CEO must ensure the SMS is implemented, managed and performing effectively, including:
The safety policy and safety objectives are communicated to, and understood by personnel 
The SMS is adequately financed and resourced.
Safety performance indicators and targets are established and regularly reviewed.
There are sufficient, suitably experienced, qualified and competent personnel to manage and operate the SMS.
The safety manager can perform their responsibilities to manage and operate the SMS independently and free from undue operational or financial influence.
The chief executive officer is accountable to CASA and the organisation for ensuring the responsibilities and accountabilities of this subsection are carried out effectively.
1.2.1.1 [bookmark: _Hlk209692179]Chief executive officer - duties within the SMS
To assist in the effective discharge of their responsibilities and accountabilities within the SMS, the CEO duties include:
Communication and active application of the organisations just culture policy and principles.
Active participation and promotion of the SMS.
Encouraging personnel to report errors, hazards, accidents and incidents.
That the senior management team and personnel are aware of risks the organisation is exposed to including the implementation of controls to maintain aviation safety within tolerable limits.
Reviewing and ensuring safety risks are reduced to an acceptable level and the authority to suspend or stop operations if there is an unacceptable and intolerable level of safety risk.
Ensuring the organisations safety performance is monitored, reviewed and managed in accordance with processes described in the SMSM.
Reviewing the performance and continuous improvement of the SMS in accordance with the safety assurance processes described in the SMSM.
Ensuring changes to operations or activities conducted by the organisation are managed and assessed for risk in accordance with the organisation’s management of change processes and the SMS.
Being accessible to all management and personnel in the organisation; and
Chairing safety review team meetings.
[bookmark: _Toc209952420]Safety manager—nomination and appointment
The CEO is responsible for the nomination and appointment of the safety manager. The appointment of key personnel process described in the {insert either exposition or operations manual here}is to be used for this purpose.
[bookmark: _Toc209952421]Safety manager—responsibilities within the SMS
The safety manager is the key focal point for safety and is responsible for the management and operation of the SMS. The safety manager acts as an interface between the organisation’s operational areas and senior management to ensure safety information is communicated effectively. 
The safety manager must manage and operate the SMS and is responsible for:
Managing corrective, remedial and preventive actions in relation to the SMS.
Reporting to the CEO the effectiveness of the SMS.
Maintaining and continuous improvement of the SMS.
1.2.1.2 Safety manager - duties within the SMS
To assist in the effective discharge of responsibilities to manage the SMS, the safety manager duties within the SMS framework include:
Safety policy and objectives
Ensuring all personnel and contractors understand the safety policy and SMS processes.
Promoting a positive safety culture and ensuring the just culture policy and principles are applied.
Encouraging personnel to report errors, hazards, safety deficiencies, accidents and incidents.
Communicating safety responsibilities to all personnel across the organisation.
Maintaining the emergency response plan (ERP) and coordinating ERP exercises.
Maintaining SMS documentation and records.
Safety risk management
Ensuring the internal reporting system is effective, reported safety information is investigated and feedback provided to persons that have reported safety information.
The collection, evaluation and analysis of safety information from both internal and external sources.
Conducting risk assessments and developing and implementing risk controls. 
Monitoring risk tolerability and reporting risk assessment information to the CEO.
Safety assurance
Safety performance indicators and targets are implemented and reviewed for effectiveness.
Assist with management of change processes and assess risk of proposed changes.
Schedule and facilitate internal audits of the SMS and report audit outcomes to the CEO.
Safety promotion
The facilitation of initial and recurrent training in the use of the SMS to personnel and contractors.
Facilitating periodical safety review team and personnel safety meetings.
Ensuring internal and external SMS interfaces are included in SMS training and safety communications.
Mentoring and encouraging positive safety attitudes and behaviours.
[bookmark: _Toc209952422]Key personnel and other managers—safety duties within the SMS
All key personnel and other managers have duties for the safe conduct of the organisation’s operations and compliance with civil aviation legislation. Each of these persons are responsible to actively participate in and promote the use of SMS and have the following duties:
Communication of safety information to personnel directly or indirectly under their management.
Provide positive guidance, mentoring and feedback to personnel regarding their safety behaviours and performance.
Participation in SMS training and education, safety promotion activities, personnel safety meetings and organisational safety campaigns.
Promoting a positive safety culture and ensuring the just culture policy and principles are applied.
Encouraging personnel to report errors, hazards, accidents and incidents.
Ensuring risk mitigation controls and actions within the manager’s area of responsibility are implemented.
Take appropriate corrective action if risk mitigation actions are ineffective or not performing as intended.
Participating in safety review team meetings, when applicable.
[bookmark: _Toc209952423]All personnel—safety duties within the SMS
All personnel includes operational safety critical personnel and non-operational safety critical personnel, including contractors. All persons must actively participate in the operation of the SMS and the organisation’s safety efforts. The responsibility for safety and effective operation of the SMS is not confined only to management personnel and the safety manager, safety is the responsibility of everyone in the organisation, with particular focus and responsibility being on the identification and reporting of hazards. 
It is the organisation’s expectation that all personnel inform the safety manager or their direct manager of any matter determined to be hazardous to aviation safety, to their own safety, or the safety of others both within and outside the organisation. 
Within the structure of the SMS, the duties of all personnel are:
Ensure their own safety and the safety of other personnel or persons in the working environment. 
Suspend or discontinue assigned tasks where an unacceptable safety risk to the individual or others is identified.
Perform tasks in compliance with civil aviation legislation and the {insert either exposition or operations manual here}.
Practice and promote the safety policy.
Assist the organisation manage risk by reporting hazards, errors, accidents and incidents.
Take notice of safety information and lessons learned from accidents or incidents, be alert of risks and take appropriate measures to protect themselves and others from these risks in the performance of duties. 
Report fit for duty in accordance with the organisation’s drugs, alcohol and fatigue policies.
Assisting with safety investigations, audits and the implementation of any safety or risk mitigation controls or actions.
In accordance with the just culture policies and principles, participate with any reasonable corrective, remedial, or preventive action when taken to maintain or improve aviation safety.
Participate in SMS training, personnel safety meetings, and organisational safety campaigns.
[bookmark: _Toc209952424]Safety review team (SRT)
The function of the safety review team (SRT) is to monitor, review and manage the organisation’s safety performance and operation of the SMS. The SRT achieves this by monitoring safety performance against the safety policy and objectives, that safety risk mitigations and actions are implemented, and that the SMS is effective. 
1.2.1.3 SRT minimum membership
The safety review team comprises the following permanent members:
Chief executive officer – SRT Chairperson
Safety manager – SRT facilitator
Head of flying operations {or Head of operations}.
Additional members may be included in the SRT, such as managers and personnel from operational areas.  
1.2.1.4 SRT meeting frequency
The SRT shall meet every {twelve weeks (four meetings annually)} or more frequently when required. Refer subsection 3.1.2.5. 
Provided {four} meetings are held in a 12-month period, the CEO may agree to a variation of plus or minus two weeks to allow for staff availability and operational requirements.
SRT team functions
The SRT must monitor and review:
Safety performance against the organisation’s safety objectives.
The tracking and reporting of Safety Performance Indicators and Safety Performance Targets (a standing SRT meeting agenda item).
The overall awareness and management of the organisation’s most significant risks. 
The timeliness of response to hazards and implementation of risk control actions.
The effectiveness of risk mitigation and specific safety risk controls.
The impact on safety related to the introduction of operational changes. 
Effectiveness and continuous improvement of SMS policy and processes.
The effectiveness of safety promotion activities across the organisation.
Resource allocation (financial, personnel, material) for ongoing effectiveness of the SMS.
Each safety review team meeting is to be documented, including the date of each meeting, attendance, topics and actions discussed. The actions and outcomes of each SRT meeting are to be endorsed by the CEO. Refer to Form SMS-MR - Management Review for use during safety review team meetings.
SMS output - each SRT meeting held is a reviewable SMS output
1.3 [bookmark: _Toc209952425][bookmark: _Toc220587406]Coordination of emergency response plan
The organisation's emergency response plan (ERP) document contains policies and procedures to assist responding to an emergency or crisis during our operations. This is to ensure there is a structured and orderly transition from normal to emergency operations including the assignment of emergency responsibilities to specific organisational personnel during activation of the ERP.
[bookmark: _Toc209952428]Emergency response plan document
The emergency response plan, although part of this SMSM, is maintained in a separate manual. A master copy of the ERP is located in the reference library, and a hard copy is held at each location described in the ERP document. 
The safety manager is responsible for maintaining the ERP and ensuring it is distributed and accessible according to the distribution and location list in the ERP document. 
1.3.1.1 Requirements
The ERP document is to be reviewed {annually}. This review may be performed coincidentally with periodical ERP testing exercises described at subsection 1.4.2 of this SMSM.
Contact names, phone numbers and email addresses for all persons and agencies listed in the ERP are reviewed and updated annually or when a change to an ERP contact occurs.
Personnel that are assigned specific roles or duties within the ERP are trained for the role in accordance with SMS training described in Section 4 of this document.  
[bookmark: _Toc209952429]Periodical testing of the emergency response plan
The ERP is to be tested {once every 12 months} to ensure the ERP is current and understood by personnel that are assigned specific roles or duties within the plan. Testing occurs via a desktop exercise.
The desktop exercise may involve as many operational safety critical personnel as possible and must include the safety manager and {insert HOFO or HOO here as relevant to the operator}.
Consideration may be made to include local authorities and airport operators in ERP testing.
Desktop exercise
The desktop exercise is to be a discussion facilitated by the safety manager where exercise participants discuss a specific emergency scenario. The focus of the exercise is for participants to apply specific tasks and procedures contained in the ERP and discuss how these would be applied in an actual emergency.
The desktop exercise may include a scenario which involves any of the ERP activation events described in the ERP document.
ERP exercise debriefs
At the conclusion of the ERP desktop exercise, a debriefing shall take place with all exercise participants. The purpose of the debriefing is for participants to provide feedback on the effectiveness of the ERP processes exercised and identify improvements. Form SMS-MR - Management Review form is to be used for this purpose.    
SMS output - ERP periodical testing is a reviewable SMS output
1.4 [bookmark: _Toc209952430][bookmark: _Toc220587407]Safety management system documentation
SMS documentation comprises of the SMSM and all documents and operational records that support the ongoing management and operation of the SMS. Operational records are outputs of the SMS processes described in this manual such as safety risk management, safety assurance, and safety promotion activities. A description of each SMS document and operational record, including storage and retention periods are described in this section. 
[bookmark: _Toc209952431]Administration of the safety management system manual
1.4.1.1 Distribution
The SMSM is distributed to personnel and entities in accordance with the policy outlined in the organisation's {insert either exposition or operations manual here}. 
1.4.1.2 Continuous improvement of the SMSM
The safety manager is responsible for maintaining the SMSM and SMS operational records. This includes completing a review of the SMSM to evaluate compliance with applicable civil aviation legislation, and the effectiveness of the policies and procedures described to manage and operate the SMS.
The SMSM must be reviewed {once during every 12-month period} in accordance with the management review process described at subsection 3.1.2.1. Outcomes of the SMSM review are to be recorded on Form SMS-MR - Management Review.
1.4.1.3 Amendments
Personnel are to inform the safety manager of any error, incorrect, or superseded information identified in the SMSM. 
Personnel are also encouraged to submit suggestions for changes or improvements to policy or procedures contained in the SMSM using Form SMS-CIS - Continuous Improvement Suggestion. Suggestions for changes to SMS policy or procedures are received by the safety manager and considered by the SRT. 
The safety manager is responsible for actioning any amendments or changes to the SMSM in accordance with the document amendment process contained in the {insert either exposition or operations manual here}.
[bookmark: _Toc209952432]Record keeping and management
This subsection describes each SMS document, operational record, and control and retention periods for those records. 
1.4.1.4 Control of SMS records
SMS documentation and records may be stored electronically or in hard copy. Hard copy records are stored securely at the organisation’s headquarters and archived electronically. 
Table 6 describes each SMS document and operational record; its retention period and personnel authorised to access each document.
1.4.1.5 Confidentiality of SMS records
Each SMS operational record must be managed in accordance with the safety data and safety information protection and confidentiality requirements described at subsection 1.1.3 of the SMSM. Authority to access SMS documents and records is defined in Table 6, other than access by a Competent Authority which is granted in accordance with relevant legal requirements.
Permission to access an SMS document contrary to the defined authorisation level, or access/distribution of any SMS document or operational record to any external individual or entity is only permitted with the express written permission by the CEO.
Table 6: SMS documents and operational records
	Document
	Type
	Retention Period
	Access Authorisation

	SMS Manual
	Policy and procedures
	-
	All personnel

	Safety policy
	Policy
	-
	All personnel, customers

	Hazard and risk register
	Operational
	Permanent
	All personnel

	Hazard reports (1persons or entities must be de-identified at the conclusion of safety investigation processes)
	Operational
	1Permanent
	CEO, SM, SRT

	Completed safety risk assessments
	Operational
	Permanent
	CEO, SM, SRT

	Safety investigation documents
	Operational
	Permanent
	CEO, SM, SRT

	Management of change process documents
	Operational
	Permanent
	CEO, SM, SRT

	Safety performance indicator (SPI) data
	Operational
	Permanent
	All personnel

	Personnel safety meetings – agenda and minutes
	Operational
	5 years
	All personnel

	Safety review team meetings – agenda and minutes
	Operational
	5 years
	CEO, SM, SRT

	Internal audit records
	Operational
	5 years
	CEO, SM, SRT

	SMS management review records
	Operational 
	5 years
	CEO, SM, SRT

	Personnel safety training / SMS training records
	Operational
	5 years
	CEO, SM, SRT


1.4.1.6 Disposal of records
Records must be retained until the minimum retention period specified in Table 6. All records may be archived when not in use. Disposal of archived records is only permitted following the expiration of the minimum retention period. Hard copy records are to be disposed of by shredding, and electronic records by permanently deleting.


[bookmark: _Toc209952434][bookmark: _Toc220587408]Safety Risk Management
The organisation recognises that the absence of past incidents or accidents does not mean an absence of hazards and risk.
This section of the SMSM describes the organisation’s policies and procedures to manage aviation safety risk from exposure to both foreseeable and unforeseeable hazards. The organisation’s safety risk management (SRM) process comprises of three primary elements:
1. Hazard identification—the identification of hazards that exist within the organisation’s operational environment and aviation activities.
1. Safety risk assessment—the processes utilised to analyse and assess the safety risks with identified hazards.
1. Safety risk mitigation—the actions taken and implementation of appropriate risk controls to manage risks to an acceptable and tolerable level. 
1.5 [bookmark: _Toc209952435][bookmark: _Toc220587409]Hazard identification processes
The organisation identifies hazards through the collection, review and analysis of safety data and information from internal and external sources. This assists the organisation learn from safety occurrences, errors or safety deficiencies that have occurred internally, and from occurrences that have happened to other industry stakeholders. Both hazard identification methods involve:
Internal sources
Use of the internal reporting system—subsection 2.1.2
Internal safety investigations—subsection 2.1.3
Personnel feedback during safety meetings or training—subsection 2.1.4.3 and 4.2
Internal audits—subsection 3.1.2.2
Management of change processes—subsection 3.2
External sources
Accessing and reviewing aviation occurrence databases—subsection 2.1.5.1
CASA or third-party audits—subsection 2.1.5.2.
[bookmark: _Toc209952436]Reporting obligations
The organisation and personnel have two levels of reporting obligations and responsibilities:
1. Voluntary reporting—for use by personnel to report potential safety issues, including safety occurrences, errors, accidents, incidents, hazards, potential hazards and any identified safety deficiency, including fitness-for-duty (fatigue, drug, alcohol) related occurrences. The internal reporting system is used for this purpose.
1. Mandatory reporting—for use by personnel and the organisation when an incident or accident has occurred, or to report any of the matters required by the Transport Safety Investigation Regulations (TSI Regulations). The Australian Transport Safety Bureau (ATSB) Aviation Occurrence Notification system is to be used for this purpose.
For ATSB mandatory reporting requirements, reportable safety occurrences are classified as:
1. Immediately reportable matter (IRM): Reported to the ATSB by telephone as soon as practicable and a written report submitted within 72 hours.
1. Routine reportable matter (RRM): A written report submitted to the ATSB within 72 hours.
The safety manager, and a crew member of an aircraft concerning a reportable matter are categorised as responsible persons for the purposes of reporting safety matters to the ATSB.
ATSB Reporting:
For immediately reportable matters (IRM) call the ATSB on 1800 011 034.
For routine reportable matters (RRM), complete the ATSB Occurrence Notification - Aviation form.
Any mandatory matter reported to the ATSB must also be reported in the organisation’s internal reporting system.
[bookmark: _Toc209952437]Internal reporting system
The primary method for the organisation to identify hazards and safety deficiencies is the internal reporting system. 
1.5.1.1 Safety reporting process
This subsection describes the process of how a safety report is submitted and managed in the internal reporting system. The organisation recognises that operational time constraints may not facilitate the immediate submission of a formal report, therefore an initial report may be made verbally to either the safety manager, HOFO or CEO, however a formal report must be made in accordance with the following:
Report submission (actions done by the reporting person)
1. Safety reports must be made using form SMS-CSR - Confidential Safety Report Form.
1. Completion of the initial risk probability and severity assessment is required to assign an initial risk severity value. The initial risk severity value will be reviewed by the safety manager upon receipt of the report.
1. Utilise free text fields to provide a description of the safety related matter. Any additional information that is considered relevant can be made as an attachment to the confidential safety report form.
1. When all relevant information is contained in the safety report form, submit the report to the safety manager.
Report management (actions done by safety manager)
1. Upon receipt of the report, send an acknowledgment to the individual that submitted the report. Report acknowledgement must be made within {24 hours} of submission or as soon as reasonably practical.
1. Review the report and assign a risk tolerability category (acceptable, tolerable, intolerable).
1. Notify the CEO of reported matters assigned a risk tolerability category of 'intolerable'.
1. Review the report to determine if there are ATSB immediate and routine reportable matter requirements.
Investigation
1. The safety manager will determine the level of investigation from the information contained in the report. Not all reported matters are investigated. The decision to investigate depends on actual or potential consequences of the reported matter, and if the consequences of the hazard have been mitigated previously, (e.g., listed in the risk and hazard register). Investigation trigger points are defined in subparagraph 2.1.3.2.
1. If the reported matter is assigned a risk tolerability category of ‘intolerable’ the safety review team will determine if any immediate actions are required to either:
mitigate the risk to a tolerable level, or
suspend operations. 
1. The primary aim of any investigation is to focus on identified hazards, safety risks and opportunities for improvement, not on blame or punishment. 
1. Safety investigations will conclude with defined findings and recommendations that eliminate or mitigate any identified safety deficiencies.
1. Investigation feedback will be provided to all relevant individuals and stakeholders involved in reported matters and utilised in the organisation’s safety promotion activities. Investigation feedback and information utilised for safety promotion is to be deidentified and not traceable to any individuals or entities involved.
SMS output - Use of the internal reporting system is a reviewable SMS output
[bookmark: _Toc209952438]Internal safety investigations
Safety investigations are conducted as part of the organisation’s SMS to support hazard identification and risk assessment processes. Safety investigations are used to analyse hazards, safety occurrences, deficiencies, or to identify weaknesses in risk controls, and report findings and recommendations for the purpose of maintaining and improving safety.
1.5.1.2 Safety investigation personnel
The safety manager is responsible for conducting safety investigations. Safety investigation duties may be delegated to appropriately trained persons who shall report to the safety manager.
1.5.1.3 Safety investigation triggers
Not all reported matters will be subject to investigation. Occurrences and hazards considered to have a high-risk potential are investigated in greater depth than those considered to have medium or low risk potential. The safety manager is responsible for determining if an investigation is required. Table 7 describes triggers to determine the level of investigation. The level of investigation is dependent on a range of factors that include:
1. The severity or potential severity of the outcomes of hazards.
1. Is there a positive safety value to be gained and opportunity for improving safety performance.
1. Are there potential risks with not investigating the matter.
1. Is the reported hazard already listed in the hazard and risk register and is appropriately controlled.
1. Is the reported hazard new, novel, or previously unknown that may include unknown risks.
1. Are there safety training and education benefits by conducting an investigation.
Table 7: Safety investigation triggers
	Investigation trigger
	Type of investigation

	Accident or incident
	Detailed investigation

	Reported matter assigned risk tolerability category of ‘intolerable’
	Detailed investigation

	Reported matter assigned risk tolerability category of ‘tolerable’
	Basic investigation

	Regulatory authority-initiated requirement to address safety or compliance deficiency (including safety finding)
	Basic investigation

	Internal audit findings – noncompliance with regulatory or organisational policies or procedures.
	Basic investigation

	Safety performance targets (increasing negative trends)
	Basic investigation


1.5.1.4 Safety investigation process
The primary objective of the safety investigation process is to understand what happened during a safety occurrence, why it happened, and what can be done to prevent similar situations from occurring in the future. The focus is on identifying hazards and safety risks and opportunities for improvement, not on blame or punishment. 
The organisation’s investigation processes aim to:
1. Develop an understanding of the events leading up to a safety occurrence (precursors).
1. Identify contributing organisational, technical and human factors issues.
1. Identify hazards and assess risk associated with hazards.
1. Make recommendations to reduce exposure to, or eliminate unacceptable risks; and
1. Identify lessons learned to share with organisational personnel and relevant industry stakeholders.
Form SMS-BSI - Basic safety investigation form may be used to assist with internal investigations.
All investigations are to be documented, and the safety manager is responsible for providing a summary of investigations during each scheduled safety review team meeting. The summary will include number of active investigations, progress, findings and recommendations. Form SMS-MR - Management Review is to be used for this purpose.
At the completion of investigations, final reports and any required risk mitigation or corrective actions must be provided to relevant personnel and managers for action. Personnel responsible for the implementation of risk mitigation or corrective actions are responsible for reporting implementation progress and effectiveness of the actions to the safety manager.
All safety investigation documentation and information are categorised as operational documents in accordance with subsection 1.5.2.2 of the SMSM and will be retained indefinitely for future reference for safety analysis, investigation, or trend monitoring. 
1.5.1.5 Human performance and organisational considerations – safety investigations
The integration of human performance and organisational considerations is essential to safety investigations and the operation of the safety management system. Managing safety needs to address how people contribute, both positively and negatively, to the organisation’s safety performance. 
The purpose of including human performance considerations as part of safety management processes is to understand the ways in which people interact with the operational environment, equipment, procedures, and other personnel, to understand, identify and mitigate risks. 
Organisational factors are also considered during investigations and safety management system processes. This is to assist the organisation identify safety deficiencies or conditions to an organisational and system-wide perspective. This includes the investigation of existing risk mitigation controls, their effectiveness, and if any weaknesses or breaches in controls has contributed to a safety deficiency.
Human performance and organisational considerations will be integrated into all SMS processes including:
1. Safety investigations.
1. Hazard identification and risk management.
1. Management of change.
1. Influence on voluntary reporting (just culture and confidentiality).
1. SMS training and education.
The organisation uses the SHELL model (see Forms SMS-CSR, SMS-BSI and SMS-RAP for a description of this model) to support the assessment of human factors considerations, and the organisational causation model to support assessment of organisational factors on safety performance. 
1.5.1.6 Investigation timelines
The time taken to complete an investigation is secondary to the extensiveness, accuracy and quality of the investigation. All safety investigations are to be completed in a reasonable timeframe to ensure any lessons learned and risk mitigation actions can be applied within a reasonable time proximity of the reported matter. 
The following timeframes are intended as a guide to support feedback and investigation completion:
1. Basic investigations – completion within {30 days} of initial report or occurrence.
1. Detailed investigation – completion within {90 days} of initial report or occurrence. Where the investigation requires an extended time period, a preliminary report should be provided to relevant stakeholders and further investigation status reports provided as the investigation develops. 
[bookmark: _Toc209952439]Hazard identification – other internal sources
1.5.1.7 Internal audits
The organisation must utilise the internal audit processes described in Section 3 – Safety Assurance to assist with the identification of safety deficiencies as a result of organisational processes. The information collected from internal audits shall be used to assess that regulatory and organisational safety risk controls are appropriately integrated into SMS processes, that they are being used as designed and the controls have the intended effect on safety risks.
Safety or compliance deficiencies identified during internal audit processes are required to be investigated in accordance with the internal investigation process described at subsection 2.1.3.
Hazards identified during internal audit processes must be documented in the hazard and risk register. 
1.5.1.8 Management of change
Organisational changes are managed in accordance with the processes described in Section 3 – Safety Assurance, and the management of change process contained in the {insert either exposition or operations manual here}. 
Organisational changes, including expansion, changes in personnel, process improvements, introduction of new systems, operating environment, economic, social and political changes all may influence organisational safety. 
Change may influence the effectiveness of existing safety risk controls, or exposure to new hazards may inadvertently occur during periods of organisational change. Such hazards are to be identified and related safety risks assessed and controlled in accordance with the safety risk assessment and mitigation processes described in this section.
Hazards identified during management of change processes must be documented in the hazard and risk register. 
1.5.1.9 Personnel feedback
Feedback from personnel during SMS training and safety meetings can facilitate the identification of new hazards from training participants based upon their experiences and observations in the operational environment. This feedback is welcomed and an important element of the organisation’s hazard identification processes.
Dependent upon the nature of the hazard information provided by personnel feedback, the preferred method of notification of the hazard is by use of the internal reporting system, to facilitate an investigation and formal risk assessment if required.
Hazards identified through personnel feedback must be documented in the hazard and risk register. 
[bookmark: _Toc209952440]Hazard identification – external sources
To supplement and contribute to the organisation’s hazard identification processes, external sources of safety information are periodically accessed and reviewed, and the outcomes from external safety assurance activities reviewed to assist in identifying hazards that may impact safety.
1.5.1.10 Access and review - aviation occurrence databases
External aviation safety occurrence databases should be accessed on a {six-monthly} basis for the purposes of reviewing safety information and accident or incident reports to assist in the identification of hazards and safety deficiencies that have occurred in the broader aviation system.
The external reviews involve a search of occurrence databases for reports to determine if there are any new, emerging, or novel hazards and risks that may impact safety of our operations and the aircraft we operate.
The following occurrence databases may be accessed to assist with the reviews:
National Aviation Occurrence Database – Australian Transport Safety Bureau
Aviation Safety Network Accident Database – Flight Safety Foundation
Aviation Safety Network WikiBase – Flight Safety Foundation
Aviation Investigation Search – National Transportation Safety Board (USA)
Aviation Safety Reporting System Database – National Aeronautics and Space Administration (USA)
Bowtie risk analysis and sector safety risk profiles – Civil Aviation Safety Authority (Australia).
Hazards identified through accessing external aviation occurrence databases must be documented in the hazard and risk register.
SMS output - access and review of external sources of safety information is a reviewable SMS output
1.5.1.11 CASA or other external audits
The organisation’s aviation activities are periodically audited through scheduled or unscheduled surveillance activities by CASA or other external audits. {insert here what other external audits, if any, the organisation is subject to}
Safety or compliance deficiencies identified during external audit processes are required to be investigated in accordance with the internal investigation process described at subsection 2.1.3.
Hazards identified during external audit processes must be documented in the hazard and risk register. 
[bookmark: _Toc209952441]Hazard and risk register
The safety manager is responsible for maintaining the hazard and risk register. The hazard and risk register records hazards associated with the organisation’s activities or identified through internal and external sources, and how those hazards are being mitigated and controlled.
The hazard and risk register must be referred to and updated for all risk management processes. Information recorded in the register serves as a basis for risk monitoring, review and improvement. Any future risk assessments may then refer to and utilise hazard and risk information already available. 
The hazard and risk register must be updated by information from the following processes:
1. The internal reporting system (section 2.1.2)
48. Internal safety investigations (section 2.1.3)
1. Internal audits (subsection 2.1.4.1)
1. Management of change processes (subsection 2.1.4.2)
1. Personnel feedback (subsection 2.1.4.3)
1. Hazard information accessed from external aviation occurrence databases (subsection 2.1.5.1)
1. CASA or external audits (subsection 2.1.5.2).
Use Form SMS-HRR - Hazard and Risk Register to update the hazard and risk register.
1.6 [bookmark: _Toc209952442][bookmark: _Toc220587410]Safety risk assessment and mitigation processes
The processes established in this section must be used to assess risks associated with identified hazards, identify or establish risk controls, and to apply controls with the aim of reducing risks associated with the organisation's operations to an acceptable level.
Figure 3 outlines the organisation’s safety risk assessment and mitigation process.
Figure 3: Risk assessment process
Risk assessment & tolerability
Is the assessed risk acceptable and within the organisation’s safety performance criteria
Hazard Identification
Risk severity analysis
To evaluate seriousness of consequences of the hazard if it does occur
Risk probability analysis
To analyse the likelihood of the consequence occurring
Yes
No
Accept the risk and document for periodic review
Take mitigating action to reduce risk to an acceptable level
Implement new controls / mitigations

[bookmark: _Toc209952443]Risk assessment process
Risk combines two dimensions, severity of the consequences of a hazard and their probability. Both dimensions are to be assessed. The process involves four steps:
1. Determine risk severity
1. Determine risk probability
1. Determine safety risk index rating
1. Determine risk tolerability.
The safety manager is responsible for conducting risk analyses. Form SMS-RAP - Risk Assessment Process is to be used for risk assessments. 
1.6.1.1 Step 1 – Safety risk severity analysis
The safety risk severity analysis should consider the extent of harm that might occur as a consequence or outcome of identified hazards. Table 8 describes five levels of severity from catastrophic (A) to negligible (E).
The safety risk severity analysis should consider the following:
All possible consequences relating to a hazard including worst foreseeable situation
Both short-term and long-term consequences, e.g., will severity change over time
The effectiveness of existing risk controls in place
Possible contributing effects of human performance and organisational factors.
Risk severity analysis output (Table 8)
Step 1 safety risk severity value (A to E) is determined by:
Estimate the consequences of the hazard (column 2)
Read the corresponding severity level (column 1)
Obtain the corresponding severity value (column 3).
E.g., a ‘Major’ severity consequence is assigned a safety risk severity value of C.
Table 8: Safety risk severity
	Severity
	Meaning (consequences)
	Value

	Catastrophic
	Aircraft / Equipment destroyed.
One or multiple fatalities.
	A

	Hazardous
	A large reduction in safety margins, physical distress or a workload such that the relevant persons cannot be relied upon to perform their tasks accurately or completely
Serious injury
Major equipment damage
	B

	Major
	A significant reduction in safety margins, a reduction in the ability of the relevant persons to cope with adverse operating conditions as a result of conditions impairing their efficiency
Serious incident
Injury to persons
	C

	Minor
	Nuisance
Operating limitations
Use of emergency procedures
Minor incident
	D

	Negligible
	Few consequences
	E






1.6.1.2 Step 2 Safety risk probability analysis
The safety risk probability assessment should consider the likelihood or repetition (frequency) that a safety consequence or outcome may occur. Table 9 describes five risk probability descriptors and the corresponding value.
The safety risk probability analysis should consider the following:
Is there a history of similar occurrences or exposure to the identified hazard
The frequency of use and number of users of the affected system or process exposed to the hazard
Are similar systems or equipment likely to be impacted by the hazard or issue
The exposure to the hazard under consideration (e.g., what percentage (time) of the operation, of the equipment, or activity in use?).
Risk probability analysis output (Table 9)
Step 2 safety risk probability value (1 to 5) is determined by:
Estimate the likelihood of exposure to the hazard (column 2)
Read the corresponding likelihood descriptor (column 1)
Obtain the corresponding probability value (column 3) 
E.g., ‘Remote’ likelihood is assigned a safety risk probability value of 3.
Table 9: Safety risk probability
	Likelihood
	Meaning (exposure)
	Value

	Frequent
	Likely to occur many times (has occurred frequently)
	5

	Occasional
	Likely to occur sometimes (has occurred infrequently)
	4

	Remote
	Unlikely to occur, but possible (has occurred rarely)
	3

	Improbable
	Very unlikely to occur (not known to have occurred)
	2

	Extremely Improbable
	Almost inconceivable that the event will occur
	1














1.6.1.3 Step 3 Safety risk index rating
The safety risk index is determined by combining the results of the severity value (Step 1) and the probability value (Step 2) to derive an alphanumeric rating designator. Table 10 combines each risk index rating into High (red), Moderate (yellow), and Low (green) categories of risk.
Safety risk index rating output (Table 10)
Step 3 safety risk index rating value is determined by:
Locate the risk severity column corresponding to the severity value obtained in step 1
Locate the risk probability row corresponding to the probability value obtained in step 2
Obtain the safety risk index from the cell intersected by corresponding risk severity column and risk probability row. 
E.g., combined value from step 1 and 2 ‘C3’ and risk category of Moderate (yellow). 
Table 10: Safety risk assessment matrix
	Risk
	
	Risk Severity
	
	
	
	

	Probability
	
	Catastrophic
A
	Hazardous
B
	Major
C
	Minor
D
	Negligible
E

	Frequent
	5
	A5
	B5
	C5
	D5
	E5

	Occasional
	4
	A4
	B4
	C4
	D4
	E4

	Remote
	3
	A3
	B3
	C3
	D3
	E3

	Improbable
	2
	A2
	B2
	C2
	D2
	E2

	Extremely Improbable
	1
	A1
	B1
	C1
	D1
	E1


1.6.1.4 Step 4 Safety risk tolerability
The safety risk tolerability is associated with each category of risk (High, Moderate, Low). Table 11 defines three tolerability categories as:
Intolerable (high risk)
Tolerable (moderate risk)
Acceptable (low risk).
For each category, corresponding actions are indicated based on the risk tolerability and the level of management that have authority to make decisions regarding tolerability of safety risks and the relevant actions.
Safety risk tolerability output (Table 11)
Step 4 safety risk tolerability category is determined by:
Locate the safety risk index rating obtained from Step 3 in the risk index range (column 1)
Obtain the corresponding risk tolerability descriptor (column 2)
Refer to the corresponding immediate actions, authority level, timeframes and ongoing actions columns.
E.g., the safety risk index rating value of ‘C3’ derived from step 3 is assigned a risk tolerability description of ‘tolerable’.

Table 11: Safety risk tolerability matrix
	Risk Index Range
	Description
	Immediate actions
	Authority level
	Time frames
	Ongoing actions

	A5, B5,
C5, A4,
B4, A3
	INTOLERABLE
	Notify CEO and safety review team.
Take immediate action to mitigate the risk or stop the activity. 
Operations may only be resumed when risk level is returned to tolerable or acceptable.
	CEO – for authorisation of suspending and resuming operations.
SM – for risk assessment and validation.
	Immediate – upon notification of hazard or occurrence.
	Detailed investigation.
Daily or weekly monitoring of mitigation measures to ensure risk remains below intolerable.

	D5, E5,
C4, D4,
E4, B3,
C3, D3,
A2, B2,
C2, A1,
	TOLERABLE
	Can be tolerated based on the safety risk mitigation. Introduce appropriate mitigation measures.
Examine further actions to reduce risk level to acceptable.
CEO decision required to accept the risk.
	CEO – for authorisation of operations at this risk level.
SM – for risk assessment and validation.
	Within 30 days of notification of hazard or occurrence.
	Basic or detailed investigation.
SM and SRT to monitor ongoing effectiveness of mitigation measures.

	E3, D2, E2, B1, C1, D1, E1
	ACCEPTABLE
	Acceptable as is. Risk is considered sufficiently controlled.
	SM – for risk assessment and validation.
Operational area managers/supervisors
	Within 60 days of notification of hazard or occurrence.
	Monitor ongoing effectiveness of mitigation measures including potential (worsening) changes.



1.6.1.5 Safety risk tolerability limit
Any hazard or condition which results in an intolerable risk level assessment is considered too high to continue operating. 
Risk mitigation and control
The organisation manages safety risks to an acceptable level by taking actions that are reasonably practicable to either eliminate or mitigate safety risks. Risk mitigation involves the use of strategies and actions until the risk is acceptable in line with the following policy:
Intolerable region – the risk is unacceptable, apply mitigation to reduce the risk tolerability downwards or stop/suspend the activity.
Tolerable region – the risk is acceptable, but the hazard still exists, apply mitigation to reduce risk tolerability further downwards. The risk must be reviewed periodically to ensure effectiveness of controls.
Acceptable region – the risk is acceptable; risks are considered sufficiently low and controlled. Further risk reduction is required only if reasonably practicable measures are available. 
In accordance with Table 11, unless immediate risk mitigation actions are available that are effective in reducing risk assessed as intolerable to a lower level, the operation must be suspended. The CEO must be immediately notified. Operations must only resume when appropriate risk mitigations have been made to return the risk to a tolerable or acceptable level and authorised by the CEO. 
The organisation’s risk tolerability appetite permits operations where the safety risk level is below intolerable and continuing actions are taken to reduce risk. This permits the organisation to ensure that safety risk is acceptable and within the organisation's safety performance criteria, whilst at all times remaining below risk assessed as intolerable. 
1.6.1.6 Identification of risk control measures and actions
Risk controls are considered as measures or actions the organisation takes to reduce or eliminate the effects of hazards.
The risk assessment and tolerability assessment process (Steps 1 through 4) forms the basis for deciding on the implementation of appropriate risk control actions and reviewing the effectiveness of those actions. 
Risk control actions must consider the consequences associated with both intolerable and tolerable risks and if further risk reduction actions are reasonable and practicable.
1.6.1.7 Risk control priorities
Risk control actions are to be implemented in the order of priority listed below, as it is more practical to reduce the exposure to consequences of the hazard rather than attempting to reduce the severity.
Reduce exposure to the consequences of a hazard (i.e., reduce the likelihood component of the risk).
Reduce the severity of the consequences of a hazard (i.e., reduce the severity component of the risk).
1.6.1.8 Risk control implementation
Risk control implementation comprises of three steps:
Determine and select risk controls
Implementation of risk controls
Measure and monitor effectiveness of the controls.
Determine and select risk controls
Start by examining:
What controls are already in place for controlling the hazard?
Are the present controls effective?
What variabilities are influencing control effectiveness?
What is the residual risk if the controls fail?
Use the SHELL model (see Forms SMS-CSR, SMS-BSI and SMS-RAP for a description of this model) to determine:
Are the controls to address human performance risks (e.g., training, competency).
Are the controls to address organisational risks (e.g., policy, procedures).
Are the controls to address technological risks (e.g., airworthiness, equipment, aircraft systems).
Are the controls to address environmental risks (e.g., weather, working environment). 
Assess mitigating effect of the controls with regards to:
Functionality – does the control influence ability to perform the activity.
Durability – will the control be effective under varying conditions and over time.
Unintended consequences – will the control introduce new risks.
Assess the cost and safety benefit of the controls:
Does the control achieve the safety benefit with reasonable cost.
Is the risk reduction benefit grossly outweighed by the cost of the control measures.
Once the proposed risk controls are identified, re-assess the risk tolerability considering the effects of the proposed controls. If the risk tolerability requires further reduction, consideration is to be given to additional risk controls, or modification to the proposed (or existing controls) until the risk is acceptable. The safety manager is responsible for ensuring proposed risk controls are endorsed by the CEO.
Implementation of risk controls
The safety manager is responsible for ensuring the CEO endorsed risk controls are implemented. This may involve assigning control implementation to the manager in the relevant operational area related to the risk (the risk owner). The risk owner shall:
Determine if the level of risk is tolerable/acceptable and if the proposed control has introduced unintended consequences or new hazards.
Evaluate whether any remaining risk will be tolerable/acceptable once the proposed risk controls are implemented.
Measure and monitor effectiveness of risk controls
After controls have been implemented the safety manager is responsible for monitoring their effectiveness. This is achieved by conducting reviews of risk control implementation during:
scheduled safety review team meetings (use Form SMS-MR - Management Review for this purpose)
internal SMS audits performed in accordance with Section 3 – Safety Assurance
safety occurrence investigations or at any time when it is apparent that more effective controls may need to be considered for risk levels to remain acceptable.
When conducting the necessary reviews, the safety manager is to consider that risk control effectiveness (and risk level) varies over time due to influences arising from the operating environment, aircraft age, changes to policies and procedures, changes in management, personnel proficiency, changes to regulations etc. 
1.6.1.9 Changes that could invalidate conclusions of risk assessments
All personnel are to remain alert for changes that could invalidate the conclusions of any risk assessment, including:
Changes in the underlying data or information used for a risk assessment
Organisational or personnel changes that could affect a risk assessment
A combination of small changes or influences that when grouped may affect a risk assessment
Maturity in knowledge of risks (experience from accidents or incidents, audits, reviews, hazard reporting, development of risk assessment tools).
Depending upon the nature of the changes and their influence on risk, the safety manager is to decide whether to reassess the risk.
[bookmark: _Toc209952445]Safety risk assessment documentation
All completed risk assessment and risk mitigation processes must be documented and contain clear, unambiguous, and evidence-based conclusions to enable the organisation to arrive at appropriate risk and safety management decisions. 
The standard format for risk assessments is contained in Forms SMS-CSR - Confidential Safety Report Form, SMS-RAP - Risk Assessment Process, and SMS-BSI - Basic Safety Investigation Process, which includes the following scope:
Purpose of risk assessment
The activity/issue analysed
Any involvement of personnel and third parties during the assessment activities
The hazard(s) identified
Data used for analysis
Analysis method
Contributing factors and consequences
Uncertainties and assumptions made for the assessment
The likelihood and severity
The risk evaluation
The risk mitigation measures and controls identified and implemented
Conclusions
Persons responsible for risk assessment, implementation of mitigation measured and controls, and monitoring
CEO approval.
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The processes described in this section are designed to assess the effectiveness of the SMS, including effectiveness of safety risk controls, and that the SMS is operating according to expectations and regulatory requirements. The organisation’s safety assurances processes comprise of three primary elements:
Safety performance monitoring and measurement—the verification and validation of safety performance and safety risk controls by establishing and monitoring safety performance indicators, and the conduct of internal audits.
Management of change—the processes utilised to ensure changes to the organisation, or our operating environment are managed effectively to identify new hazards, and any change related safety risks are assessed and controlled.
Continuous improvement of the SMS—the processes utilised to conduct ongoing monitoring and validation of the SMS through verification by audits, reviews and periodical assessments.   
1.7 [bookmark: _Toc209952447][bookmark: _Toc220587412]Safety performance monitoring and measurement
The organisation’s safety performance monitoring and measurement process is utilised to verify operational safety performance against the safety policy and objectives described at subsection 1.1 of the SMSM. Primarily, safety performance monitoring and measurement assists to verify the effectiveness of safety risk controls and SMS processes and activities. This must be achieved by:
Setting safety performance indicators (SPI) that are aligned with the organisation’s safety objectives. SPI are tracked against a safety performance target (SPT) as a measure of achieving the safety objectives, and operational safety performance. 
Internal audits and reviews are performed to assess compliance with SMS policies and procedures, civil aviation legislation, effectiveness of safety risk controls and the overall effectiveness of the SMS.
[bookmark: _Toc209952448]Safety performance indicators and targets
SPIs and SPTs are used to measure operational safety performance, and effectiveness of the SMS. SPIs rely on the collection and monitoring of operational data from the output of various SMS processes, including:
The internal reporting system
Internal hazard identification processes (risk assessments and hazard and risk register)
External hazard identification processes (access and review of aviation occurrence databases)
Internal audits
Safety reviews, and feedback from safety meetings and training.
Table 12 contains the organisation’s SPIs and SPT that are aligned with the safety objectives described at subsection 1.1.2. 
Table 12: Safety performance indicators (SPI) for initial SMS implementation
	SPI
	SPT
	Positive SPT measure
	Negative SPT measure

	Safety review team (SRT) meetings scheduled and held
	4 meetings held in 12-month period
	≥ 4 scheduled meetings
	< 4 scheduled meetings

	SRT meeting attendance by SRT members
	75% (annual) attendance by each SRT member
	Each SRT member attendance exceeds 75%
	SRT individuals below 75%

	Internal safety reports submitted
	Increasing volume of reports over 12-month period of SMS implementation.
	Positive trend indicating increasing volume of reports.
	No reporting activity through the internal reporting system.

	Internal audit schedule
	100% completed
	All internal audits completed as assigned.
	Overdue audits within the annual audit schedule.

	SMS training
	100% personnel completion 
	Positive trend of completion over 12-month period of SMS implementation.
	< 100% personnel completion of training in first 12-month period of SMS implementation.

	Personnel safety meeting attendance
	75% (annual) attendance by each OSCP individual
	≥ 75% attendance by each OSCP individual. 
	< 75% attendance by each OSCP individual.

	Emergency response plan (ERP) periodical test
	100% completed
	ERP periodical test completed once in 12-month period.
	Overdue ERP periodical test.


[bookmark: _Toc209952449]Safety performance monitoring
The safety manager is responsible for continuous monitoring of SPIs and SPTs, and the tracking and reporting of SPIs and SPTs will be a standing agenda item at each safety review team meeting.
SPIs and SPTs must be reviewed annually by the safety review team. SPIs and SPTs are to be modified when necessary to ensure they remain effective and relevant for the intended safety performance area. 
SPIs may become redundant over time and no longer contributing to informing safety performance, this is usually a result of risk control effectiveness. Redundant SPIs are to be reviewed by the SRT, and consideration given to discontinuing the SPI in favour or more useful or higher priority SPIs.
SPI and SPT tracking is maintained in the Form SMS-SPI - SPI and SPT register.
1.7.1.1 Management reviews
A management review must be performed at minimum, {once within every 12-month period}. Management reviews are to be performed by the SRT and either actioned with a scheduled SRT meeting, or during a meeting specifically scheduled for the review. The safety manager is responsible for leading the management review. 
The primary purpose of each management review is to assess:
The safety policy and objectives remain relevant and appropriate for the scope of operations
Safety performance (SPI) continuous tracking and effectiveness
Safety occurrence reporting and investigation review
Hazard and risk register review (internal and external sources)
Management of change review
Internal and external audit review
Continuous improvement actions review (including emergency response plan document)
SMS training and safety promotion review 
Resourcing is adequate for the safe conduct of operations and operation of the SMS.
Emergency response plan review.
Form SMS-MR - Management Review is to be used for management reviews. Corrective actions are to be recorded and managed according to the process contained on the form.
SMS output - each management review activity is a reviewable SMS output
1.7.1.2 Internal audits
Internal audits must be scheduled to occur at minimum, {once within every 12-month period}. The purpose of the internal audit is to assess the effectiveness SMS processes and to identify areas for improvement. The primary focus of the internal audit it to assess compliance with the policies and procedures to manage and operate the SMS.
The safety manager is responsible for performing the internal audit and may be assisted by another representative of the organisation, or an external auditor authorised by the CEO for the purpose. Internal audits are most effective when being performed by an individual that is independent of the area or functions being audited. Where practicable, independence may be demonstrated by use of an auditor not responsible for the activity being audited. This may be achieved by use of a person who is familiar with the SMS and associated policies, but not directly responsible for its management. 
The outcomes of the internal audit process will inform the CEO on the status of:
Compliance with civil aviation legislation related to SMS
Compliance with SMS policies and procedures
Suitability of the safety policy and objectives
Suitability and effectiveness of the SMS accountability and responsibility structure
Documentation review of SMS manual and SMS records
Compliance with SMS hazard identification and risk assessment process
Compliance with management of change processes
The effectiveness of safety risk controls
The effectiveness of corrective, remedial or preventive actions in relation to the SMS
Compliance with audit and management review scheduling requirements
Compliance with SRT and personnel safety meeting schedules
Adequacy of SMS training for personnel
Internal/external interface risks
Opportunities for improvement.
1.7.1.3 Internal audit process
Form SMS-IA - Internal Audit is used to audit the SMS. All areas listed on the form are to be audited, but it is the safety manager’s decision whether to conduct the audit as a single audit event or as a number of smaller sampling events over multiple dates during the {required 12-month internal audit period}. 
The safety manager is responsible for ensuring internal audits are performed in accordance with the audit process in this subsection and within the time schedule specified in Table 13 - Safety assurance activity schedule. 
Initiate audit
Notify SRT of planned audit
Establish contact with managers and personnel requested to participate in audit.
Prepare for audit activities
Review Form SMS-IA - Internal Audit for scoping of audit areas
Review internal audit policy (this section of SMSM)
Schedule audit date and time with participating managers and personnel
Brief personnel assisting with audit activity (e.g., external auditor)
Prepare audit documentation.
Conduct audit activities
Conduct opening meeting (if audit involves multiple internal stakeholders) – outlining purpose and scope of audit
Establish audit communications protocols – who is lead auditor, audit progress, any changes to the audit plan
Make access arrangements to confidential information
Collect and verify information – ensure all information, observations and records accessed are documented and recorded
Generate audit findings – including compliances/non-compliances, strengths, weaknesses, opportunities for improvement, recommendations
Determine audit conclusions – including extent of conformity, effectiveness of the SMS (or element audited) in meeting expected outcomes, identified risks and effectiveness of actions to address risks
Conduct closing meeting – to present audit findings and conclusions. Should be chaired by the safety manager. The CEO should attend the audit closing meeting. Other attendees can include personnel responsible for the functions or processes that have been audited.
Preparation and distribution of audit report
Preparation – the audit report is to contain: introduction (scope, persons involved); executive summary (brief explanation of what was looked at and what was observed); findings (strengths, findings, areas of concern, opportunities for improvement); recommendations
Distribution – the audit report is to be distributed to the CEO, the SRT and relevant stakeholders of audited areas.
[bookmark: _Hlk205727425]Completing the audit
Audit documentation – audit checklist and associated documents completed and stored in accordance with the confidentiality of SMS records requirements of subsection 1.5.2.2.
Audit follow-up
Completion of audit outcomes – assist audited area personnel address deficiencies, ensure corrective actions are implemented.
1.7.1.4 Management of audit outcomes
The safety manager must advise the CEO of internal SMS audit outcomes. The CEO must ensure corrective actions are appropriately addressed, including:
Audit findings are investigated to identify causes of problem areas
Corrective actions are planned in consultation with the SRT
The corrective actions are implemented within the timeline specified in the audit response section of Form SMS-IA - Internal audit
The status of corrective actions, including completed implementation of the actions is to be communicated to the SRT
Monitoring the result of corrective actions to ensure the actions are effective.
SMS output - each internal SMS audit activity is a reviewable SMS output
1.7.1.5 Safety assurance activity schedule
Table 13 specifies the planned safety assurance activity schedule over each rolling 12-month period.
Table 13: Safety assurance activity schedule. 
	Activity
	Actioned by
	Form
	Frequency
	Comments

	Safety review team (SRT) meeting
	SRT
	SMS-MR
	Every 12 weeks
	Refer to Form SMS-MR for standing agenda items to be included in each SRT meeting.

	Management review
	SM
	SMS-MR
	Every 52 weeks
	The annual management review may be scheduled to coincide with any scheduled SRT meeting or scheduled as a specific event.

	SMS internal audit
	SM
	SMS-IA
	Every 52 weeks
	SMS internal audit may be scheduled as a single event, or smaller sampling events performed during the {12-month audit period}.


[bookmark: _Toc209952450]Internal and external interface management
The organisation’s aviation activities may involve engagement with individuals and entities that are both internal (e.g., internal business units—accounting, maintenance, human resources, dispatch) and external (e.g., airport operator, maintenance providers, contractors, flight training providers, flight examiners). The SMS categorises these as internal and external SMS interfaces and considers risks that could be introduced by interfaces and how these may affect aviation safety. 
To assist with the management of safety risks of interfaces, each internal and external interface is identified and described in Form SMS-IR - SMS interface register.
The safety manager is responsible for managing and maintaining the SMS interface register. To assist in the identification and management of internal and external SMS interfaces, the following is to be considered:
What service/product is being provided by the interface organisation or entity?
Why is it needed?
Does the interface organisation have an SMS?
What are the potential hazards that could result with the interface?
Is there a formal agreement in place that defines communications, responsibilities, and standards?
The critical nature of the interface to the organisation's safety.
Internal and external SMS interfaces are managed in terms of their criticality to safety. Depending upon the critical nature of interfaces, the safety manager must ensure:
The management of change process is used for newly contracted activities or organisations, including completion of a safety risk assessment process of the SMS
Roles and responsibilities between the organisation and interface are understood
The organisation and external party have agreed on actions to be taken upon identification of hazards or safety risks (e.g., reporting process)
Lines of communication between SM and interface are established
If the interface does not utilise an SMS, provide the appropriate level of SMS training for the interface (e.g., safety policy, reporting process)
Safety manager knowledge of external interface SMS and reporting process.
1.8 [bookmark: _Toc209952451][bookmark: _Toc220587413]Management of change
The organisation recognises that both foreseeable and unforeseeable changes introduce risk. The objective of the organisation’s management of change process is to ensure that safety risks resulting from changes are managed to an acceptable level.
[bookmark: _Toc209952452]Management of change process
Management of change is conducted in accordance with the processes contained in our {insert either exposition or operations manual here}. Form SMS-MOC - Management of change implementation plan may be used to support these processes.
All completed management of change process documents must be archived and retained in accordance with the SMS record keeping and management policy (subsection 1.5.2).
New changes and change implementation monitoring is to be reviewed by the SRT and documented in Form SMS-MR - Management Review during SRT meetings. 
1.9 [bookmark: _Toc209952453][bookmark: _Toc220587414]Continuous improvement of the SMS
Monitoring and management of the organisation’s safety performance is related to the effectiveness of the SMS and safety management processes; therefore, continuous improvement of the SMS is a core element of the SMS and is achieved through:
Assessment of how the SMS is functioning
Identification and analysis of issues or challenges associated with the operation of the SMS
Implementing changes aimed at improving the SMS
Monitoring and reviewing the outcomes of changes to the SMS.
Continuous improvement of the SMS is supported by each of the safety assurance processes contained in this section of the SMSM.
[bookmark: _Toc209952454]Continuous improvement process
Continuous improvement of the SMS is an ongoing process that has multiple methods to measure the outcomes of SMS processes. The continuous improvement process includes three primary elements:
Management reviews (subsection 3.1.2.1)
Internal audit (3.1.2.2)
Feedback from personnel (3.3.1.1).
Continuous improvement of the SMS may target any component of the SMS where it is identified that modifications or changes will contribute to improving the effectiveness of the SMS over time. The safety manager must ensure the continuous improvement processes described in this subsection are actioned in accordance with the safety assurance activity schedule (Table 13) and each activity process.
1.9.1.1 Feedback from personnel
Personnel are encouraged to utilise Form SMS-CIS - Continuous improvement suggestion to inform the organisation of any areas of the SMS that may not be performing to expectations or achieving the required outcomes. Completed suggestions for continuous improvement are to be submitted to the safety manager. 
Suggestions for continuous improvement are to be recorded on Form SMS-CIR - Continuous improvement register. The safety manager is responsible for providing feedback and status of actions taken to address continuous improvement suggestions to the individual that submitted the original continuous improvement request. 
The outcomes and results of each continuous improvement process described in this subsection must be included in SRT meetings and reported to the CEO annually. Form SMS-MR - Management Review is to be used for this purpose.


[bookmark: _Toc220587415]Safety Training and Promotion
This section of the SMSM describes the processes and procedures the organisation has adopted to promote a positive safety culture in alignment with the organisation’s safety objectives. Safety promotion involves ensuring that all personnel, through training and education are aware of their responsibilities in the SMS and that safety information and lessons learned are communicated at all levels of the organisation. The organisation’s safety promotion processes comprise of two primary elements:
Safety management system training and education—to ensure personnel are trained and competent in the use of the SMS relevant to the scope of their responsibilities.
Safety management system safety communication—to ensure personnel understand the organisation’s safety objectives and how to convey both operational and safety critical information (internally and externally) to maintain and improve aviation safety.
1.10 [bookmark: _Toc209952456][bookmark: _Toc220587416]Safety management system training and education
The safety manager is responsible for managing the SMS safety training and education program. Table 14 outlines the SMS training program frequency for personnel.
Table 14: SMS training and education schedule
	Personnel
	Frequency

	
	Initial
	Recurrent

	Operational safety critical personnel (OSCP)
	Induction training – prior to commencing any safety-critical activities.
	Every 24 months

	Management personnel (including regulated key personnel)
	Induction training – within 2 months of starting.
	Every 24 months

	Safety manager and other safety personnel
	Induction training – within 2 months of starting.
	Every 24 months

	Non-operational safety critical personnel
	Induction training – within 2 months of starting.
	Every 24 months

	Contractors or external interfaces (performing OSCP activities)
	Induction training – prior to commencing any safety-critical activities.
	Every 24 months

	Contractors or external interfaces (non-OSCP)
	Recommended
	Recommended


The SMS training and education program is designed to provide initial and recurrent training to ensure personnel, regardless of their position and responsibilities, understand their role in the SMS and are competent to perform those roles. Personnel must receive SMS training that is relevant for their level of responsibilities. 
The SMS training program includes both initial and recurrent training covering the following topics:
The organisations safety policy and objectives
Individual safety duties, roles, responsibilities and accountabilities
Use and operation of the SMS
Human performance and organisational factors that can influence safety behaviours and outcomes
The organisations just culture policy and principles.
Competency of trainers
The safety manager, or persons that have completed the CASA AviationWorx - Key Personnel - Safety Manager learning module, or equivalent training course are considered competent to deliver SMS training and assessment. These persons are referred to as SMS trainers.
Training delivery
SMS training may be delivered in a combination of methods, including: {insert method used for SMS training, e.g., formal in-class training}
Training assessment
Assessments are an integral part of the training process as a measure to determine whether the trainee has achieved the learning objectives of the training. 
At the completion of SMS training (initial and recurrent), each candidate will complete a {insert method used for assessment, e.g., written or verbal} assessment. A pass mark of 80% is required to indicate competence.  
Where a candidate has not achieved 80% on the second attempt, the SMS trainer is to examine identified areas of knowledge deficiency and provide or arrange remedial training with the candidate prior to assessment reattempt.
Records of training attendance
Training attendance is to be recorded on Form SMS-TR - SMS Training Register and each participant’s personnel training/qualifications records updated for each initial and recurrent training event.
SMS output - initial or recurrent SMS training activities are a reviewable SMS output
Continuous improvement and evaluation of training
Effectiveness of SMS training and trainer competence is achieved by a continuous monitoring approach utilising data and information collected from multiple sources including:
Feedback received from course participants using Form SMS-TCE - SMS Training Course Evaluation
The internal audit processes described in Section 3 of the SMSM
Observation and feedback from periodical safety meetings (e.g., feedback on SMS use, reporting behaviour trends)
Observation of SMS process outcomes (e.g., use of the system by personnel, confidence and trust to report safety information).
The SRT must include continuous improvement and evaluation of SMS training as a meeting agenda item at least {once in every 24-month period}. The safety manager will collate information from each of the evaluation sources listed in this subparagraph to assist the SRT evaluation. 
Deficiencies identified in any aspect of the training course, or its delivery are to be brought to the attention of the CEO and the CEO is to determine appropriate follow-up actions.
1.11 [bookmark: _Toc209952458][bookmark: _Toc220587417]Safety management system communication
The organisation utilises a number of communication methods that are designed to support both the sharing and exchange of safety data and information with personnel and other relevant industry stakeholders. The primary aim of the organisation’s safety communications strategy is to promote a positive safety and learning culture through communicating lessons learnt and by providing feedback to personnel that communicate safety issues. 
The organisations safety communication strategy is underpinned by four primary objectives:
All personnel are aware of safety management system activities as appropriate to their safety responsibilities and the organisations safety objectives
Critical safety information related to hazards, risks, risk controls and corrective actions are conveyed to affected personnel in a timely manner
To provide information on new or modified safety procedures and why particular actions or changes have been made
Through feedback and the application of just culture—encourage personnel to be confident to identify and report safety hazards.
[bookmark: _Toc209952459]Safety communication activities
The safety manager is responsible for collection and distribution of information for the purpose of safety communications activities. Table 15 contains safety communications tools and activities, their description and frequency requirements.
Safety deficiencies or hazards that are identified that have potential to reduce safety risk tolerability to an intolerable level requires immediate communication to personnel directly affected by the safety issue. The safety manager will issue an Form SMS-SA - SMS Safety Alert to relevant personnel and the CEO. All SMS safety alert recipients are required to acknowledge the alert upon receipt. 
Table 15: Safety communication activities
	Activity
	Purpose
	Frequency
	Responsible person

	Personnel safety meeting
	To brief, workshop or discuss:
· The organisations top safety risks (from the hazard and risk register).
· Safety performance (SPIs and SPTs)
· Review lessons learned from occurrences and investigations (internal and external sources).
· Implementation on new risk controls.
· Reporting system statistics.
· Safety critical information.
	Every 12 weeks
	Safety manager

	Safety investigation feedback
	Provide feedback on status of investigation into safety occurrences or reported hazard. Should include:
· What happened and why.
· Preventive measures.
· Positive actions and behaviours.
	Upon receipt of confidential safety report.
Completion of investigation (90 days)
	Safety manager

	SMS safety alert
	To communicate safety critical information directly to personnel affected, can include:
· Hazards with risk assessed as intolerable.
· Serious or imminent threat to safety.
· Immediate actions required to maintain risk to an acceptable level.
· Immediate suspension of operation.
	Immediate - upon discovery of safety threat.
	Safety manager



[bookmark: _Toc209952460]Safety information sharing and exchange
The organisation views the sharing and exchange of safety information with trusted industry stakeholders as a pragmatic method of accessing information for safety decision making. 
Where possible, as determined by the safety manager, the organisation will collaborate with other industry stakeholders (operators, industry associations, safety conferences and forums) as an additional method to support early identification of hazards and the development of risk mitigation measures.  
[bookmark: _Toc209952461]Safety communication activities records
Personnel safety meeting attendance is to be recorded on Form SMS17 - Personnel Safety Meeting Agenda, including an agenda detailing topics briefed during meetings. Safety meeting attendance forms are to be retained in accordance with the record keeping and management policy at subsection 1.5.2 of the SMSM. 
SMS output - periodical safety communications activities (personnel safety meetings) are a reviewable SMS output
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