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[bookmark: _Toc219447895]How to use this ERP template
This ERP template and guide is provided to assist ReOC holders when developing the Emergency Response Plan for intended RPAS operations. When using this template, Operators should complete the relevant fields with the company's details, ensure internal policies and procedures are tailored to the company's activities, and all relevant emergency scenarios are considered and response procedures appropriately documented.
Throughout this template and guide, example text, guidance notes and placeholder content are displayed in "italics". Operators may choose to use and adopt the italicised text, or, where appropriate, delete and replace the text with operator-specific information where indicated, prior to finalising the ERP and submitting to CASA. 
For completeness, this instructional section is to be deleted before submission.


[bookmark: _Toc219447896]Amendment record/revision history
[Include all relevant revisions in this table]
Amendments/revisions of this document are recorded below in order of most recent first.
Revision history
	Version No.
	Date
	Parts/Sections
	Details

	1.0
	January 2026
	All
	Initial issue




[bookmark: _Toc219447897]References
[bookmark: _Toc147224746][bookmark: _Toc219447898]Acronyms
[bookmark: _Toc147224747][Include all relevant acronyms in this table]
The acronyms and abbreviations used in this document are listed in the table below.
Table 1. [bookmark: _Hlk146194327]Acronyms
	Acronym/
abbreviation
	Description

	ATC
	Air Traffic Control (Airservices Australia)

	ATSB
	Australian Transport Safety Bureau

	CAA
	Civil Aviation Act 1988

	CAAP
	Civil Aviation Advisory Publication

	CAO
	Civil Aviation Order

	CAR
	Civil Aviation Regulations 1988

	CASA
	Civil Aviation Safety Authority

	CASR
	Civil Aviation Safety Regulations 1998

	CRP
	Chief Remote Pilot

	ERP
	Emergency Response Plan

	GPS
	Global positioning system

	IRM
	Immediately reportable matter

	IT
	Information Technology

	PPE
	Personal protective equipment 

	RPA
	Remotely piloted aircraft

	RPAS
	Remotely Piloted Aircraft System

	RPIC
	Remote Pilot In Command

	RRM
	Routinely reportable matter


[bookmark: _Toc219447899]Definitions
[Include all relevant definitions in the table below]
Terms that have specific meaning within this document are defined in the table below.
Definitions
	Term
	Definition

	Authorised investigator
	an authorised investigator has suitable experience to conduct investigations and is authorised by the Chief Remote Pilot.

	Contributing factor
	A safety factor had it not occurred or existed at the relevant time:
the occurrence would probably not have occurred, or
the adverse consequences associated with the occurrence would probably not have occurred or have been as serious, or
another contributing factor would probably not have occurred or existed.

	Emergency
	any unplanned event that may lead to injury, property damage, or loss of control of the RPAS.

	Emergency services
	local and regional fire, police, medical, and hazardous material teams.

	Hazard
	any condition or event that may contribute to an emergency, such as technical failure, adverse weather, or loss of communication

	Just culture
	A regime that operates to protect individuals from punitive or disciplinary action for ‘honest mistakes’ made in the course of performing their aviation-related functions, where:
the conduct involved is voluntarily reported in accordance with the applicable safety management procedures; and
the act or omission is commensurate with an individual’s experience, qualifications and training.
A just culture approach does not cover acts involving gross negligence, recklessness or wilful violations of applicable rules and requirements.

	Out of control event
	any unplanned event where the remote pilot in command no longer has positive control of the RPA 

	Root cause
	The fundamental breakdown or failure of a process or system which, when resolved, prevents a recurrence of the deficiency 


[bookmark: _Toc219447900]Administration
[bookmark: _Toc219447901]Introduction
[State the purpose of the ERP]
The purpose of this Emergency Response Plan (ERP) is to provide a comprehensive framework for responding to incidents and accidents involving Remotely Piloted Aircraft Systems (RPAS). 
This ERP establishes the framework for managing emergencies and details the scope, relevant roles, responsibilities, stakeholders, and training requirements.
[bookmark: _Toc219447902][bookmark: _Toc191033923]Scope
[State the topics that are within and out of scope of the ERP]
This ERP covers the following emergencies and procedures:
RPAS related emergencies
When a remote pilot can no longer control the RPA
When an RPA crashes
When the remote pilot is experiencing an abnormal situation and it is likely the RPA will crash
Non-RPAS related emergencies
Medical emergency
Building evacuation 
Control station fire
Information Technology (IT) / power failure
This ERP does not include emergency procedures for: 
Near-miss incidents
Any other abnormal or emergency where the remote pilot still has positive control of the RPA.
The ERP applies to all personnel involved in RPAS operations, including remote pilots, ground crew, support staff, and management. It also outlines coordination with external agencies.
[bookmark: _Toc219447903]ERP Objectives
[State the objectives of the ERP]
The objectives of this ERP are to:
Protect lives, property, and the environment by promptly addressing hazardous secondary effects.
Establish clear lines of communication and coordination, internally and externally among all relevant personnel, agencies, and emergency services.
Mitigate potential cascading hazards through timely intervention and resource mobilisation.
Provide guidelines for post-incident recovery and restoration of normal operations (including the safe continuation of operations not related to the event).
Promote a just culture approach.

[bookmark: _Toc219447904]Roles and Responsibilities
[State the responsibilities of each key role within the company specific to their duties under this ERP]
[bookmark: _Toc219447905]Chief Remote Pilot
Before RPAS operations commence, the Chief Remote Pilot (CRP) is responsible for ensuring risks, potential hazards and associated mitigations related to the approved operational area are identified and captured (e.g., proximity to populated areas, industrial sites, or critical infrastructure).
The CRP is also responsible for identifying possible secondary hazards that may result from an uncontrolled incident and establish hazard mitigation and consequence reduction measures, including pre-arranged emergency contacts and rapid response protocols with local emergency services.
[bookmark: _Toc219447906]Remote Pilot in Command
The duties for the Remote Pilot in Command (RPIC), include:
Initiate the ERP upon an RPAS accident.
Execute immediate actions according to the emergency response checklist.
Assist emergency services with situational updates and provide technical details about the RPA if requested.
Record all relevant details of the incident, including time, location, and nature of the RPAS malfunction.
Contribute to any mandatory reporting requirements and investigations.
[bookmark: _Toc219447907]Safety Officer / Emergency Coordinator
The duties for the Safety Officer/ Emergency Coordinator include:
Initiate the ERP upon detection of an emergency, serious incident or accident.
Ensure all relevant response processes and procedures arising from the risk, hazard, and mitigation assessment are captured in the ERP and updated regularly.
Oversee the activation and implementation of the ERP once initiated.
Ensure all communication channels are maintained between internal teams and external emergency agencies, by serving as the primary liaison between the RPAS operator and responding emergency agencies.
Monitor the incident's evolution and coordinate any necessary escalation or de-escalation of the response.
Coordinate and manage the overall emergency response. 
Serve as the primary point of contact for internal and external communications, including media enquiries. 
Liaise with external stakeholders such as ATC, ATSB, emergency service agencies such as fire and rescue, and law enforcement.
Identify when it is safe to return to normal operations.
Oversight serviceability of PPE and emergency equipment.
Notes: 	A remote pilot may also fulfill the role of Safety Officer / Emergency Coordinator.
	When the role of Safety Officer changes, consideration should be given to how the safety officer is determined and how the change is documented and communicated to all staff and personnel.
	It is expected that as operational complexity increases, personnel and their assigned ERP duties are appropriately allocated, and task saturation is avoided.
[bookmark: _Toc219447908]Maintenance and technical support staff
The maintenance and technical support staff duties include:
Provide rapid technical assistance to troubleshoot or mitigate equipment failures.
Assist in post-incident evaluations and repairs.
Carry out maintenance on PPE and safety equipment and ensure it remains serviceable.
Quarantine any defective equipment for inspection by the maintenance controller.
[bookmark: _Toc219447909]Authorised investigator
The authorised investigator's duties include:
Using a just culture approach, conduct investigations as assigned by the CRP.
Conduct root cause analysis of the incident, including the identification of contributing factors.
Advise the CRP immediately if any unacceptable risks, contributing factors or hazards are identified throughout the investigation and immediate corrective action is required.
Prepare a report outlining the findings and recommended actions to reduce the likelihood of recurrence and/ or the consequences to an acceptable level. 
[bookmark: _Toc219447910]Training coordinator
The training coordinator's duties include:
Develop and deliver training modules related to the emergency response plan.
Incorporate relevant findings and lessons learnt from investigations into training modules.
Organise regular drills, simulations, or desk top exercises to ensure currency and readiness.
[bookmark: _Toc219447911]Emergency Response team
[bookmark: _Toc219447912]Internal stakeholders
The emergency response team include the following internal stakeholders, but is not limited to the:
CRP
Remote pilot(s)
Ground support and maintenance teams
Safety and emergency coordinators
Management and administrative staff.
	Order
	Role
	Primary Contact(s) - Business hours
	Contact number(s)
	Primary Contact(s) - Outside of business hours
	Contact number(s)

	1
	Safety Officer
	[Name]

	[Phone Number]
	[Name]
	[Phone Number]

	2
	CRP
	[Name]
	[Phone Number]
	[Name]
	[Phone Number]

	3
	Technical support / maintenance
	[Name]
	[Phone Number]
	[Name]
	[Phone Number]

	4
	Employees trained in first aid (list)
	[Name]
	[Phone Number]
	[Name]
	[Phone Number]

	5
	Site manager
	[Name]
	[Phone Number]
	[Name]
	[Phone Number]

	6
	Authorised investigator
	[Name]
	[Phone Number]
	[Name]
	[Phone Number]

	7
	ERP training officer
	[Name]
	[Phone Number]
	[Name]
	[Phone Number]


[bookmark: _Toc219447913]External Stakeholders
External stakeholders requiring coordination and communication, include:
ATC: airspace management and emergency routing.
Fire and rescue services: rapid intervention in case of fires or hazardous material incidents.
Police: securing the incident area and managing public safety.
Emergency medical services (EMS): immediate medical support if personnel are injured.
Government bodies: CASA and the ATSB to ensure compliance and proper reporting of incidents.
Site specific staff: security staff, event coordinators, control room contacts, mine-site emergency contact.
	Name
	Primary Contact(s)

	Fire and rescue services
	[Phone Number]

	Police
	[Phone Number]

	EMS
	[Phone Number]

	ATC
	[Phone Number]

	ATSB	
	[Phone Number]

	Hazardous material response units
	[Phone Number]



[bookmark: _Toc191033919][bookmark: _Toc219447914]Training and competency requirements
[State all relevant training and competency requirements for the company to discharge their duties under the ERP.]
All RPAS operators and personnel must have access to the ERP and undergo emergency response training.
Emergency response training includes conducting periodic reviews; training material should be regularly updated to incorporate lessons learned from previous incidents and evolving best practices.
Emergency response training is revised whenever the ERP is updated, ensuring changes in legislation, technology, or operational practices are captured.
The ERP should be reviewed at least annually and amended whenever a new RPAS operation is introduced and the risk profile and associated processes change, and following any incident to incorporate feedback and ensure the ERP remains aligned with current regulations and best practices. 
ERP exercises
Operators should also schedule simulation exercises and emergencies to ensure all personnel are familiar with their roles and procedures. Simulation exercises should be conducted at least annually to ensure ongoing competence and continuous improvement of the Emergency Response Plan. They should also include the roles and personnel described in the ERP and may include external stakeholders where appropriate. 
A simulation exercise may follow the tabletop format. Tabletop exercises are discussion-based sessions where personnel meet to discuss their roles during an emergency and their responses to a particular emergency. A facilitator guides participants through a discussion of a scenario. Lessons learned are documented and actions tracked to resolution.
Consideration should be given to conducting live simulated exercises to ensure ERP functions are workable outside of the tabletop environment, e.g., on site.

[bookmark: _Toc219447915]Emergency Equipment
All RPAS operation sites must maintain emergency equipment, including but not limited to:
High-visibility jackets for rapid identification of responders.
First-aid kits regularly inspected for integrity and expiration.
Fire extinguishers, verified for type, serviceability, and accessibility.
Communication devices including backup radios or mobile phones to maintain adequate communication during emergencies.
Hazardous Material Containment equipment which includes lithium battery handling, spill containment, hazardous waste disposal.
Where an RPAS operation occurs offsite, i.e., in the field, minimum emergency equipment required to be transported with the RPIC includes but is not limited to:
High-visibility jackets for rapid identification of responders.
First-aid kits regularly inspected for integrity and expiration.
Fire extinguishers, verified for type, serviceability, and accessibility.
Communication devices including backup radios or mobile phones to maintain adequate communication during emergencies.
Hazardous Material Containment equipment includes lithium battery handling, spill containment, hazardous waste disposal.
Operators must conduct routine checks before operations to ensure that equipment is available and functional.
The safety officer/ emergency coordinator is responsible for these items.
	Item
	Number required
	Location

	High-visibility jackets
	(e.g. 2 yellow, 1 orange)
	(Remote Pilot station)

	First-aid kit
	
	

	Fire extinguishers
	
	

	Communication devices
	
	

	Spill kit
	
	

	Hazardous waste bins
	
	

	Etc.
	
	



[bookmark: _Toc219447916]Procedures
This section details the steps for activating and executing the ERP, including a priority-based checklist to ensure rapid and effective response.
[bookmark: _Toc191033922][bookmark: _Toc219447917]Activation of the ERP
[State the activation process of the ERP, once a safety issue has been identified.]
The ERP is activated for any event that compromises the safe operation of the RPAS resulting in, or the potential to result in, a serious incident or accident, e.g. crash, loss of control of the operation, etc.
The ERP is initiated/ activated by the RPIC. All personnel can raise the pending safety issue with the RPIC, who will declare the ERP active. 
The ERP assigns authority to the Safety Officer to take control and oversee the activation and coordination of the ERP during an emergency , including decisions about notifications and recovery operation. The Safety Officer will notify staff when they are in control of the incident response.
[bookmark: _Toc219447918]First Person Aware
All emergencies and threats, actual or potential must be assessed to determine the extent of their impact on the affected operation and the company. To ensure that all incidents and occurrences are managed at the correct level, all threats are treated using the following threat assessment and management process.
The 'first person aware' is the person who first identifies the potential or actual threat and follows the quick reference Emergency Response guide checklist.
The checklist ensures that:
The emergency or threat is confirmed.
The Safety Officer or Remote Pilot in Command is notified.
Relevant information is collected.
Emergency services are notified if required.
The appropriate threat procedure is implemented.
[bookmark: _Toc219447919]Escalation protocol 
The Company has a structured emergency assessment and notification process to ensure a rapid and appropriate response to a range of emergencies.
Key elements of the notification process are:
Emergencies and potential emergencies and/ or threats are most likely notified through the remote pilot in command to the designated Safety Officer, noting this can be the same person.
In all emergencies, the Safety Officer will determine an appropriate response, noting the Safety Officer may also be the Remote Pilot in Command.
In the event of a confirmed RPAS accident, the remote pilot in command is authorised to activate the company Emergency Response Plan in lieu of the safety officer.
Response level
The Safety Officer will determine one of three levels of response:
No Response. The situation can be managed via normal standard operating procedures.
Limited Response. The Safety Officer has assessed the threat or emergency as having a significant impact upon the operation and or business but can be managed with internal teams.
Full Activation of the emergency response plan and engagement with the relevant emergency response agencies both external and internal, to meet the specific requirements of the threat and/or emergency.
[bookmark: _Toc219447920]Communications protocol
[State the relevant communication protocols including the channels, process, roles and responsibilities.]
Operators must maintain at least one primary and one backup communication channel and ensure all internal and external stakeholders have up-to-date contact information.
Keep communication lines open with ATC and emergency services throughout the incident.
The CRP is the spokesperson to handle all media inquiries and public communications.
The Safety Officer is the key point of contact responsible for the management of communication during all emergencies.
[bookmark: _Toc219447921]Post-Incident Review 
The Safety Officer is to conduct post-incident debriefs with all responders and operational crew once event has been resolved and operations have returned to normal.
The CRP may designate an authorised investigator to carry out an internal investigation compiling a comprehensive incident report, detailing the sequence of events, responses, and outcomes which includes remedial and corrective recommendations. Where necessary, the Safety Officer will also assist ATSB in any investigation undertaken of the event.
The ERP should be reviewed based on feedback and incident analysis. Training programs and procedures should also be updated to reflect improvements and new best practices.
[bookmark: _Toc219447922]Continuation of operations 
[State the procedures for identifying when operations are safe to resume, and who is responsible.]
Restarting operations is dependent on the nature, location, and scale of the emergency that has occurred.  The Safety Officer is responsible for restarting operations safely, following equipment inspections, hazard clearances and immediate corrective actions completed.


[bookmark: _Toc219447923]Reporting requirements for RPA
The Transport Safety Investigation Regulations 2021 require the reporting of certain transport safety occurrences to the ATSB as Immediately Reportable Matters (IRM) or Routine Reportable Matters (RRM) and introduced updated requirements for operators of certain types of remotely piloted aircraft (RPA) to make reports to the ATSB.
In order to provide an efficient and effective safety framework, the regulations define two types of RPAs which are subject to specific reporting requirements.
Type 1 RPA
Type 1 RPA are those which are type certified, large (over 150 kg) or medium (25 kg to 150 kg) RPA.
For Type 1 operators, the following occurrences are Immediately Reportable Matters:
death or serious injury;
accidents;
loss of a separation standard with aircraft; and,
serious damage to property.
Less serious incidents and occurrences are considered Routine Reportable Matters and are required to be reported to the ATSB within 72 hours.
Type 2 RPA
Type 2 RPA are those that are not Type 1 and are not an excluded or micro (under 250 g) RPA.
Occurrences involving Type 2 RPAs are generally only Immediately Reportable Matters if they involve death or serious injury.
Less serious incidents and occurrences are considered Routine Reportable Matters and are required to be reported to the ATSB within 72 hours.




[bookmark: _Toc219447924]ATSB reporting checklist
[image: RPAS checklist]


[bookmark: _Toc219447925]Emergency Response 
The following information provides additional guidance to support the Emergency Response Checklists in the appendices of this document. The following information should be used for familiarity and training purposes. The steps in this process may not occur in sequential order, e.g. coordination with external agencies may occur prior to controlling and stabilising the situation.
Roles and responsibilities for each step of the phases should also be identified to assist with training.
[bookmark: _Toc219447926]1. Immediate assessment
Confirm the nature, scope, and severity of the emergency through visual, telemetry, and system diagnostics [all personnel].
Quickly identify potential hazards to yourself and others, and whether the checklist steps can be safely completed [all personnel].
If unable to safely perform checklist steps, move to a safe location and ensure emergency services are contacted immediately.
In the event of a flyaway, broadcast RPA’s last known location, altitude, and direction of flight over the relevant radio frequency [RPIC].
Gather critical details: exact location, weather conditions, and potential risks to people and property.
[bookmark: _Toc219447927]2. Activate communications
Alert the RPIC and Safety Officer and use the designated emergency communication channels to inform all other critical contacts.
Safety Officer to notify local emergency services if the situation poses an immediate danger.
Provide precise details (location, incident description, number of people involved, any critical hazards i.e., fire, dangerous goods, chemical spill, etc.).
[bookmark: _Toc219447928]3. Control and stabilise the situation
Implement immediate safety measures, including evacuation of the immediate area if necessary.
Regularly assess the scene for additional risks and adjust the response plan accordingly.
Safety Officer should assess impact of the hazard across all operations.
[bookmark: _Toc219447929]4. Ensure safety of personnel and public
Evacuate or secure the operational area if necessary and inform nearby personnel and bystanders of potential hazards.
Where safe to do so, secure the area by keeping bystanders clear and marking any hazardous zones.
Establish a safety perimeter around the incident site to protect bystanders and facilitate safe operations by emergency response teams.
[bookmark: _Toc219447930]5. Coordinate with external agencies 
Notify relevant agencies such as ATC, fire and rescue, police, and EMS as required based on the incident severity.
Identify and isolate secondary hazards such as fires, chemical spills, or structural damage. Emergency services should secure the area to prevent further escalation.
Identify any potential hazardous materials to emergency services to ensure appropriate response, e.g., composite materials, lithium batteries, liquids and fuels, etc.
[bookmark: _Toc219447931]6. Document and report
Once the emergency has been contained, quarantine the site to preserve evidence.
Record all actions, decisions, and communications in an incident log. Prepare and submit incident reports to relevant regulatory bodies (such as ATSB, refer to section 7.1) post-incident.
[bookmark: _Toc219447932]7. Post-incident procedures 
Assign an authorised person to investigate the incident.
Conduct a thorough debrief with all involved personnel session to evaluate the response effectiveness.
Update the ERP and training materials based on lessons learned.



[bookmark: _Toc191033927][bookmark: _Toc219447933][bookmark: _Ref129549506][bookmark: _Toc131429305][bookmark: _Toc131431025]Example emergency task cards
[bookmark: _Toc219447934]RPAS Flyaway
	RPAS flyaway

	Definition
	
An occurrence associated with the RPA becoming uncontrollable and flying away, either contained within the planned flight area or exiting the planned flight area with the potential to eventually conflict with other airspace users or impact people or property on the ground

	Immediate actions
	
Notify RPIC or Safety Officer immediately

Conduct general broadcast on relevant frequency with last known heading, altitude and likely endurance

Notify FIR centre if RPA is above 400ft AGL and/or may conflict with other air traffic


	Control Authority
	
Remote Pilot In Command until handed over to Safety Officer (this may be the same person).

(Police or emergency services may control scene of an accident and will be the control authority in these circumstances)


	Stand down
	
Safety Officer is responsible for the stand down of the emergency.

	Staff actions
	
1. Activate the ERP (RPIC or SO).
2. Contact relevant emergency service authorities and ATC (SO).
3. Maintain log of all communications and actions.
4. Quarantine flight control equipment.









[bookmark: _Toc219447935]Medical emergency
	Medical emergency

	Definition
	
This section specifically relates to an employee who is believed to be suffering from a medical condition of such severity that their life may be endangered. A loss of consciousness constitutes such an emergency.

	Immediate actions
	
Apply first aid.

If possible, evacuate the area of non-essential personnel.

Notify Safety Officer.

If required, or directed by management, contact emergency services on 000.


	Control Authority
	
Safety Officer

(Police or emergency services may control scene of an accident and will be the control authority in these circumstances)


	Stand down
	
Safety Officer is responsible for the stand down of an emergency

	Staff actions
	
5. Activate the ERP
6. Contact relevant emergency service authorities 
7. If person affected is a Remote Pilot In Command, coordinate a take-over of any RPA in flight
8. Maintain log of all communications and actions



[bookmark: _Toc219447936]Other task card examples
Bomb threat
RPAS crash
Mid-air collision
Fire in ground control station
Power outage
Etc.
[bookmark: _Toc219447937]Emergency Response Plan – Quick Reaction Sheet Template 
	PRIORITY 
	ACTION ITEMS

	1
	[image: A black background with a black square

AI-generated content may be incorrect.]
KEEP CALM
but do not waste time
	GET AN OVERVIEW
Assess the situation
What has happened? [if FLY-AWAY: Go to 3 – Alert ATS] 
Who is involved?
Who is affected? 
Ensure own protection
Notify Safety Officer 
Locate the emergency equipment response kit and prepare to retrieve

	2
	[image: A black background with a black square

AI-generated content may be incorrect.]
THINK
	CONSIDER POTENTIAL HAZARDS
fuels, batteries, toxic substances, dangerous goods containers
vegetation, wind, parachute ballistics, ,…
Danger for rescuers?
Fire hazard?
Explosion hazard? 

	3
	[image: A black background with a black square

AI-generated content may be incorrect.]
[image: A black background with a black square

AI-generated content may be incorrect.]ALERT
	MAKE AN EMERGENCY CALL (if necessary) 
	EMERGENCY
	 Tel. 000
	Mobile
	Tel. 112

	Local Fire agency
	+61 xxx...

	FIR centre (YMMM/YBBB)
	+61 xxx…

	Closest ATS / Aerodrome
	+61 xxx...


Where did it happen?
Who is reporting?
What has happened?
When did it happen? 
How many people are injured?
Any other hazards, dangerous goods?

	4
	[image: A black background with a black square

AI-generated content may be incorrect.]
PROTECT
	SECURE THE PERIMETER/ SAVE LIVES
Get to the scene of the accident ASAP 
Secure the scene of the accident
Ensure own protection
Provide first aid
Clear people from the danger zone 
Keep a safe distance from the accident site

	5
	[image: A black background with a black square

AI-generated content may be incorrect.]
HELP
	If necessary: EXTINGUISH FIRE
Do not put yourself in danger, e.g., hazardous material fire
Fight fire (w/ fire extinguisher or fire blanket)
Take particular care with rechargeable batteries! Explosion hazard!
Brief the arriving fire service

	THEN 
	ACTION ITEMS

	1
	SECURE
THE ACCIDENT SITE
	KEEP EVIDENCE
Block access to the site until the rescue team / investigator(s) arrives 
Do not alter the state of the site
Do not move wreckage, objects or bodies until cleared by emergency service or ATSB, except to save lives
Quarantine and secure all records, such as technical logs and operational releases

	2
	REPORT
THE ACCIDENT
	IMMEDIATELY REPORT ACCIDENTS AND SERIOUS INCIDENTS
For immediately reportable matters call the ATSB on 1800 011 034
For routine reportable matters, complete the ATSB's online form.


	3
	
INFORM
THE COMPANY
	Contact company CEO / CRP / Safety Officer / … 
Complete an incident report




	EMERGENCY EQUIPMENT 

		
	Item
	Number required
	Location

	
	High-visibility jackets
	1/ppl, total:
	

	
	First-aid kit #N
	
	

	
	Fire extinguisher #N
	
	

	
	…
	
	

	
	
	
	






	EMERGENCY Contacts 

		
	Person
	Primary Phone Number
	Secondary or After-Hours Phone Number
	E-mail

	
	ERM – John Doe
	+61 xxx...
	+61 xxx...
	johndoe@mail.com

	
	RPIC – Jane Doe
	+61 xx xxx xx xx
	+61 xx xxx xx xx
	xxx@mail.com

	
	YMXX TWR 
	+61 xx xxx xx xx
	+61 xx xxx xx xx
	yyy@mail.com

	
	Local Police 
	…
	…
	…
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RPA Type checklist: Do you need to report to the ATSB?
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NOT A TYPE 1 OR
TYPE 2 RPA, NO
REPORT NEEDED.

Is the RPA large,
medium, or
type certified?

Type 1 RPA Type 2 RPA
Immediately reportable matters include: Immediately reportable matters include
- death or serious injury death or serious injury to a person.
- accident
« loss of separation Routine reportable matters include:
- serious property damage + serious property damage
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« aircraft missing

« aircraft sustaining serious damage (or
reasonable grounds to believe it may
be damaged)

- aircraft inaccessible

Routine reportable matters include:
« any procedure for overcoming an emergency
+ when flight into terrain is narrowly avoided
« occurrences that result in difficulty
controlling the aircraft, including:
- aircraft system failure
- weather phenomenon
- operation outside the approved flight
envelope
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